Debt Collection in the Information Age: New Technologies and the Fair Debt Collection Practices Act

Colin Hector*

Debt collectors are increasingly using internet and mobile technologies as part of the debt collection process. While these technologies may provide conveniences for collectors and consumers alike, they also create the potential for new forms of deception and raise novel privacy concerns. Much of the problem lies in the failure to update the Fair Debt Collection Practices Act (FDCPA). Despite the dramatic transformation of the debt collection industry over the last thirty years, the statute has remained largely backward looking, even in the face of calls to modernize the act from regulators, industry representatives, and consumer advocates.

Recently, this landscape has undergone a fundamental change. Congress vested the newly created Consumer Financial Protection Bureau (CFPB) with rulemaking authority over the FDCPA. This marks an opportunity to address the pressing problems raised by debt collectors’ use of new and emerging technologies, and to provide guidance regarding what protections are necessary in order to preserve consumer privacy and prevent harassment. In some cases, the challenges raised by new technology can be sufficiently resolved through the current FDCPA framework, while in other areas, reform is sorely needed.

This Comment outlines the challenges new technologies pose, analyzes the areas of tension that cannot be resolved under the current FDCPA framework, and recommends three areas of reform. First, the term “communication” should be redefined in order to

Copyright © 2011 California Law Review, Inc. California Law Review, Inc. (CLR) is a California nonprofit corporation. CLR and the authors are solely responsible for the content of their publications.

* J.D., University of California, Berkeley, School of Law, 2011. I thank Professors Ted Mermin and Chris Hoofnagle for their mentorship, guidance, and assistance. I also thank Nicholas Fram, Mellori Lumpkin, and the rest of the California Law Review team for their dedication and invaluable suggestions.
ensure that the FDCPA's disclosure requirement is adequately applied to new communication platforms that pose a threat to consumer privacy. Second, the CFPB should reform the FDCPA to ensure that new communication technologies do not become a one-way street, by requiring that communications made through new technologies include necessary disclosures, an opt-out mechanism, and a dispute process that consumers can use through the same technology that the debt collector used to contact the consumer. And third, the CFPB should consider imposing an express written consent requirement on the use of technologies that may cause consumers financial harm.

Introduction

INTRODUCTION

On July 20, 2010, a friend of Melanie Beacham, Florida resident Devilin Wilson, received an unexpected message through his Facebook account from a man who identified himself as “Jeff Happenstance.”¹ The message was straightforward, and asked Wilson to “[p]lease [h]ave Melanie D. Beacham call” a specified phone number.² Wilson responded later that day, suggesting that he

2. Id., Ex. A at 1.
would relay Happenstance’s request, but noted that since Beacham had her own Facebook account, it would be simpler for Happenstance to contact her directly.\(^3\) Happenstance thanked him for the reply, and did not message Wilson again.\(^4\)

One month later, Beacham received a Facebook message from a person identifying himself as “Loxley Duffus.”\(^5\) In contrast to the message sent by Happenstance, Duffus’s message was much more pressing. The message stated that there was an “[u]rgent” matter, provided a phone number to call, and asked Beacham to contact “Supervisor Duffus at MarkOne” by 6 p.m. that day.\(^6\)

Both of these messages were from a debt collector, and were aimed at inducing Beacham to repay a $362 car loan.\(^7\) But instead of prompting a quick repayment, the unwanted online contacts led Beacham to file a civil suit in state court, alleging violations of state debt collection laws and intentional infliction of emotional distress.\(^8\) Beacham’s suit, filed on August 26, 2010, marked the first time a debt collector had been sued based on a series of Facebook messages.\(^9\)

While Beacham’s suit may be the first, it almost certainly will not be the last. A growing number of similar lawsuits and media stories reveal that debt collectors are increasingly turning to emerging technologies as a way to collect payments on defaulted debts.\(^10\) In one case, a debt collector attempted to intimidate a putative debtor by saying that she had seen a picture of the consumer’s “beautiful daughter” on the consumer’s MySpace webpage.\(^11\) In another example, a Chicago lawyer reported that a young woman in a bikini
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5. See Motion to Amend for Punitive Damages, Ex. A at 1, Beacham v. MarkOne Financial, LLC, No. 10-12883CI-15 (Fla. Pinellas Cnty. Ct. Nov. 18, 2010) [hereinafter Beacham Motion to Amend].
6. Id.
8. Complaint at 3, Beacham v. MarkOne Financial, LLC, No. 10-12883CI-15 ( Fla. Pinellas Cnty. Ct. Aug. 26, 2010). The complaint in Beacham was filed before the debt collector directly contacted the plaintiff. Thus, the complaint only contained allegations arising from the debt collector’s online contacts with the plaintiff’s friends. See id. at 2–3. Later filings made additional allegations arising out of the debt collector’s direct contacts with the plaintiff. See Beacham Motion to Amend, supra note 5, at Ex. B, 3–5.
11. Sohns v. Bramacint LLC, No. 09-1225, 2010 WL 3926264, at *2 (D. Minn. Oct. 1, 2010). At trial, there was conflicting testimony concerning whether the debt collector additionally asked the consumer “wouldn’t it be terrible if something happened to your kids” in the event that the sheriff’s department arrested the consumer. Id.
had “friended” his client on Facebook. The account turned out to be a debt collector, who posted a message on the client’s wall: “Pay your debts, you deadbeat.” In yet another instance, a consumer alleged that a debt collector placed a message on his daughter’s MySpace webpage, demanding that the daughter contact the debt collector and warning her that “[f]ailure to comply with this notice of surrender is a class 5 felony and carries a maximum penalty of imprisonment for two years plus all applicable surcharges.”

Debt collectors’ use of new communication mediums is not limited to the use of social networking websites. For example, debt collectors have also been experimenting with ways to integrate e-mail and mobile phone text messaging services into their overall collection strategy. One company that offers debt collectors a system to contact putative debtors claims that when one top-ten sub-prime mortgage lender “added text messaging to their existing communications efforts,” the lender “saw increased payment rates by nearly 100% within five days of contact . . . .” Despite the potential effectiveness of new technologies, industry insiders have advised collectors to use caution in employing new technologies in order to avoid lawsuits like the one brought by Melanie Beacham.

Applying the main federal law concerning debt collection practices—the Fair Debt Collection Practices Act (FDCPA)—to debt collectors’ use of new technologies is a challenging endeavor. Congress passed the FDCPA in 1977, well before the advent of e-mail, internet, mobile, and voicemail technologies. In enacting the FDCPA, Congress gave no agency the power to promulgate rules to clarify and update the law. Thus, the provisions of the FDCPA have remained largely unchanged over the last thirty years.
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15. See William Howard, consumer protection attorney, Draft Transcript, *Debt Collection 2.0: Protecting Consumers as Technologies Change*, at 245 (Apr. 28, 2011) [hereinafter Draft Transcript, Debt Collection 2.0], available at http://www.ftc.gov/bcp/workshops/debtcollectiontech/docs/transcript.pdf (“People used to be shocked when they were getting text messages, and now that’s just a way that, you know, debt collectors collect debts . . . .”)


20. Stephen J. Maggio & Michael A. Maggio, *Civil Liability Under the FDCPA* for
This regulatory landscape has dramatically changed with the recent creation of the Consumer Financial Protection Bureau (CFPB). By vesting the CFPB with the power to clarify and modify the FDCPA, Congress established a workable way to modernize the federal law that governs debt collection practices. In light of this new rulemaking power, the CFPB should consider reforming the FDCPA in order to address the concerns related to the growing use of new technologies as part of the debt collection process.

This Comment explores how the CFPB can reform the FDCPA to address the concerns that debt collectors' use of new technologies raise. Specifically, the use of these technologies presents two major areas of concern. First, new technologies allow for new types of deceptive debt collection activities. For example, modern technologies offer new ways for debt collectors to disguise or mask their identities while collecting information. Second, since consumers have different expectations of privacy regarding mobile and internet technologies, debt collectors' use of new communication mediums raises unique privacy concerns. In some cases, such as the use of new technologies to surreptitiously collect information about a putative debtor, the current FDCPA framework is flexible enough to address many of the problems that new technologies pose. However, in other contexts, such as the use of internet and mobile technologies to directly contact consumers, new technologies raise privacy concerns that are not easily resolved under the FDCPA.

The CFPB should reform the FDCPA in three ways in order to ensure that consumers are adequately protected against the abusive practices Congress sought to alleviate. First, the CFPB should revise the FDCPA's definition of "communication" to reflect the privacy concerns that debt collectors' use of new technologies raise. Second, the CFPB should ensure that new technologies do not become a "one-way street," by requiring that contacts through new technologies contain a disclosure, a mechanism that allows consumers to dispute the alleged debt, and a simple way to opt-out of future communications. Finally, the CFPB should consider requiring that debt collectors receive prior written consent before using certain technologies to contact consumers.

This Comment proceeds in four parts. Part I provides a basic background of the FDCPA and the current state of debt collection. Part II analyzes case law that applied the FDCPA to technologies that Congress did not contemplate when passing the FDCPA. Part III presents some of the challenges new technologies pose, and identifies areas that courts cannot resolve easily under the current FDCPA framework. Part IV analyzes the obstacles in crafting a

Unauthorized Practice of Law, 22 U. ARK. LITTLE ROCK L. REV. 91, 92 (1999); see also Lauren Goldberg, Note, Dealing in Debt: The High-Stakes World of Debt Collection After FDCPA, 79 S. CAL. L. REV. 711, 718 (2006) (concluding that in passing the FDCPA, "Congress created a law intended only to remedy previous abusive behavior and not to prospectively adapt to a changing industry").
regulatory response to debt collectors' use of new technologies and discusses three potential changes to the FDCPA.

I.

A BRIEF BACKGROUND ON THE FDCPA & THE DEBT COLLECTION INDUSTRY

Examining the statutory and legal background of the FDCPA provides an important backdrop to the regulatory challenges new technologies present. This Part begins by discussing the goals that Congress sought to further through enacting the FDCPA in 1977. Next, it examines the approach courts have taken in interpreting the provisions of the FDCPA. It then outlines the recent explosive growth of the debt collection industry before ending with a discussion of the current regulatory landscape regarding new technologies and debt collection.

A. Legislative Background

The FDCPA was passed in 1977 in order to prohibit abusive, harassing, and deceptive debt collection methods. In enacting the FDCPA, Congress sought to further two main policy goals. First, Congress intended to protect consumers from a host of egregious debt collection practices.21 Second, Congress sought to remove the incentive to engage in certain debt collection practices so that ethical debt collectors would not suffer a competitive disadvantage.22

Congress viewed furthering these twin goals through federal legislation as an appropriate and necessary response to the patchwork of state laws regulating debt collection practices. When Congress enacted the FDCPA, thirteen states had no debt collection laws, and an additional eleven states had wholly ineffective laws regulating third-party debt collections.23 Reacting to this regulatory landscape, the FDCPA made it unlawful for debt collectors in every state and the District of Columbia to engage in certain practices, including: contacting consumers at inconvenient times and places;24 failing to cease communication upon written request;25 making spurious threats of legal action;26 using abusive or profane language;27 and communicating with putative debtors without meaningful disclosure.28

These prohibitions were primarily aimed at ensuring adequate protection for consumers.29 Consistent with this remedial purpose, the FDCPA provides

22. Id.
23. Id.
25. § 1692c(c).
26. § 1692e(4).
27. § 1692d(2).
28. § 1692d(6); § 1692e(11).
29. § 1692d.
consumers with a private right of action against debt collectors who engage in unlawful collection tactics. In addition, the FDCPA is generally a strict liability statute, which allows a consumer to hold a debt collector liable without showing that the collector intended to violate the FDCPA. Taken together, these elements of the FDCPA created a powerful remedy that consumers could assert against aggressive collectors.

The protections afforded by the FDCPA were also intended to remove the economic incentive debt collectors had to engage in abusive practices. At the time Congress enacted the FDCPA, it recognized that the commission-based model of debt collection “too often created the incentive to collect by any means.” By prohibiting certain practices, Congress wanted to ensure that “debt collectors who refrain from abusive debt collection practices are not competitively disadvantaged . . . .” Thus, Congress sought to guarantee that unscrupulous debt collection practices would not adversely affect either consumers or ethical debt collectors.

B. General Principles Guiding Judicial Interpretation of the FDCPA

In line with the consumer protection goal of the FDCPA, courts interpret the provisions of the FDCPA liberally, in favor of the consumer. Accordingly, to determine whether a collector has violated a specific provision of the FDCPA, courts generally apply a “least sophisticated” consumer test, as opposed to a “reasonable” consumer standard. The “least sophisticated” consumer test is based on the notion that “consumers of below-average sophistication or intelligence are especially vulnerable to fraudulent schemes.” Hence, this standard “ensures the protection of all consumers, even the naive and the trusting, against deceptive debt collection practices.”

Under this test, the question is whether a debt collector’s activity would mislead or deceive the “least sophisticated” consumer. To make this

30. See § 1692k.
32. See S. REP. 95-382, supra note 21, at 2.
34. See, e.g., Brown v. Card Serv. Ctr., 464 F.3d 450, 453 (3d Cir. 2006) (“Because the FDCPA is a remedial statute, . . . we construe its language broadly, so as to effect its purpose . . . .”); Johnson v. Riddle, 305 F.3d 1107, 1117 (10th Cir. 2002) (“Because the FDCPA . . . is a remedial statute, it should be construed liberally in favor of the consumer.”); Blair v. Sherman Acquisitions, No. 04-Civ-4718, 2004 WL 2870080, at *2 (N.D. Ill. Dec. 13, 2004) (“Because it is designed to protect consumers, the FDCPA is, in general, liberally construed in favor of consumers to effect its purpose.”).
35. See Swanson v. So. Or. Credit Serv., Inc., 869 F.2d 1222, 1227 (9th Cir. 1998) (finding that “the standard is lower than simply examining whether particular language would deceive or mislead a reasonable debtor”).
37. Id. at 1320.
38. See, e.g., Leblanc v. Unifund CCR Partners, 601 F.3d 1185, 1193–94 (11th Cir. 2010)
determination, courts look at the impression that a debt collection activity is likely to leave on a consumer who "lacks the astuteness of a 'Philadelphia lawyer' or even the sophistication of the average, everyday, common consumer ...." However, while affording protection to all consumers, the "least sophisticated" standard also provides some assurances to debt collection companies. The "least sophisticated" consumer, while lacking the acumen of an average consumer, is still "presumed to possess a rudimentary amount of information about the world and a willingness to read a collection notice with some care." Thus, while the judiciary's general approach towards FDCPA violations explicitly protects naive consumers, it also shields debt collectors "against liability for bizarre or idiosyncratic interpretations of collection notices."

C. The Growth of the Debt Collection Market

When Congress enacted the FDCPA, debt collection was already a substantial business enterprise. The legislative history of the FDCPA notes that in 1976, companies turned over five billion dollars in debt to the approximately five thousand collection agencies across the country. With respect to servicing these debts, one trade association that represented approximately half of the independent debt collections operating in the United States estimated that its members contacted eight million consumers in 1976.

In recent years, the debt collection industry has experienced explosive growth, which followed an enormous increase in credit card debt. According to Federal Reserve statistical reports, the amount of revolving consumer credit—almost all of which is from credit cards—rose from $273 billion in September (applying "least sophisticated" consumer test to false or misleading representations under the FDCPA); Brown, 464 F.3d at 454 ("Any lender-debtor communications potentially giving rise to claims under the FDCPA .... should be analyzed from the perspective of the least sophisticated debtor."). The Seventh Circuit has adopted an "unsophisticated consumer" standard that serves a similar purpose, while not being tied to "the very last rung on the sophistication ladder." Gammon v. G.C. Servs. Ltd. P'ship, 27 F.3d 1254, 1257 (7th Cir. 1994).

40. Clomon v. Jackson, 988 F.2d 1314, 1319 (2d Cir. 1993); see also, e.g., Drossin v. Nat'l Action Fin. Serv., Inc., 641 F. Supp. 2d 1314, 1317 (S.D. Fla. 2009) ("Courts may assume, however, that the least sophisticated consumer will possess a rudimentary amount of information about the world and will not make unreasonable misinterpretations.") (internal quotations omitted).
41. Gionis v. Javitch, Block, Rathbone, LLP, 238 F. App'x 24, 28 (6th Cir. 2007) (quoting Clomon, 998 F.2d at 1320) (internal quotation marks omitted); see also Grden v. Leikin, Ingbert & Winters, P.C., No. 09-10579, 2010 WL 199947, at *3 (E.D. Mich. Jan. 19, 2010) ("[A]lthough this standard protects naïve consumers, it also prevents liability for bizarre or idiosyncratic interpretations of collection notices by preserving a quotient of reasonableness and presuming a basic level of understanding and willingness to read with care.") (quoting Fed. Home Loan Mortg. Corp. v. Lamar, 530 F.3d 504, 509–10 (6th Cir. 2007)).
42. S. REP. NO. 95-382, supra note 21, at 2.
43. Id.
44. Revolving credit involves an arrangement that "allows the borrower to buy goods or secure loans on a continuing basis as long as the outstanding balance does not exceed a specified limit." BLACK'S LAW DICTIONARY 1193 (9th ed. 2009).
1992 to $973 billion in September 2008. As the amount of unsecured credit card debt has risen, so have the default rates on credit card payments. Although credit card delinquency rates averaged about 4 percent from 1991 to 2007, this rate increased to a peak rate of 6.75 percent in the second quarter of 2009, before returning to between 4 and 5 percent in the last half of 2010.

Increasing consumer debt laid the foundation for the growth of the debt collection industry. In 2006, third-party debt collectors received $10 billion in revenues, and law firms specializing in debt collection received around $1.2 billion. In servicing outstanding debts, industry representatives estimate that third-party debt collectors make more than one billion contacts with consumers each year. Underscoring the prevalence of debt collection as part of the American economy, researchers at Ohio University conducted a recent survey in which nearly half of the respondents reported that they had received a telephone call from a debt collector.

Debt collection contacts have been the source of an enormous number of consumer complaints. The number of complaints that the FTC has received regarding debt collection has increased dramatically over the last decade, growing by 34 percent from 2004 to 2008. Consistent with this trend, in 2009 the FTC received 88,190 complaints concerning debt collection practices, a considerable increase from the 78,925 complaints received in 2008. The 2009 complaints against third-party debt collectors represented 16.8 percent of the total number of complaints the agency received, making debt collection the industry that received the most consumer complaints.


48. GAO FDCPA REPORT, supra note 46, at 6.

49. Id. at 35.


51. GAO FDCPA REPORT, supra note 46, at 35.

52. FTC, ANNUAL REPORT 2010: FAIR DEBT COLLECTION PRACTICES ACT 3–4 (2010). While already substantial, these numbers almost certainly underestimate the total number of instances of abuse, as many consumers may never file a complaint, or may only complain to the underlying creditor or to other enforcement agencies. Id. at 2–3.

53. Id. at 3–4.
D. The Current FDCPA Regulatory Landscape and New Technologies

When Congress passed the FDCPA in 1977, it gave no agency the power to issue additional rules and regulations to govern the practices of third-party debt collectors. Consequently, revising the FDCPA has been a difficult process because the only route to change has been through Congress. Notably, the only recent major amendments to the FDCPA—passed as part of the Financial Service Regulatory Relief Act of 2006—came after considerable lobbying by the collection industry.

As a result of the FDCPA’s largely static nature, the law has not kept pace with new technologies, a fact that regulators and industry representatives have strongly criticized. The Federal Trade Commission (FTC), the government agency entrusted with enforcing the FDCPA, recently concluded that “[t]o provide more certainty to the industry and to protect consumers from harm... debt collection law needs to be modernized to take account of today’s new communication technologies.” The Commercial Law League of America, which represents the collection industry, has similarly concluded that “[t]he failure of Congress to modernize the FDCPA presents substantial problems for both debt collectors and consumers.” Although consumer advocates have also recognized the tension between the FDCPA and the growth of new technologies, they have voiced the fear that “opening up more technologies just

54. 15 U.S.C. § 1692(d) (2006). The legislative history of the Act suggests that the relevant Committee felt that the FDCPA was comprehensive and would fully address debt collection abuses. S. REP. NO. 95-382, supra note 21, at 6 (1977).
55. See GAO FDCPA REPORT, supra note 46, at 49–50 (recommending that Congress provide the FTC with FDCPA rulemaking authority).
57. FTC, COLLECTING CONSUMER DEBTS: THE CHALLENGES OF CHANGE 36 (2009) [hereinafter CHALLENGES OF CHANGE].
DEBT COLLECTION IN THE INFORMATION AGE

The recent creation of the Consumer Financial Protection Bureau (CFPB), marks a new opportunity to address the concerns regarding the FDCPA and new technologies. The Consumer Financial Protection Act of 2010, which established the CFPB, vested the new bureau with the power to promulgate rules clarifying and amending the FDCPA. This rulemaking power presents a workable, promising path to reforming the FDCPA so it may better reflect the technological developments that have taken place over the last thirty years. Indeed, in outlining a suggested agenda for the CFPB, the nonprofit advocacy group Consumers Union identified exercising the “new power” of FDCPA rulemaking as a priority.

Taken together, this background provides compelling reasons for considering how the CFPB can reform the FDCPA to better reflect new technologies. Organizations have argued that without clearer guidance, the use of new technology may become a “challenging” process, with “regulatory compliance a guessing game, rather than a predictable endeavor.” This has the potential to create a “race to the bottom” by incentivizing aggressive collectors to take advantage of this legal gray area in ways that jeopardize the welfare of consumers—exactly what Congress sought to avoid. Such a result would severely undermine the policy goals of the FDCPA by encouraging unscrupulous debt collectors to utilize new technologies to deceive and harass putative debtors, thereby harming consumers and placing ethical collectors on an uneven playing field.

II. CASE LAW APPLYING THE FDCPA TO NEW TECHNOLOGIES

Although courts have touched on the use of internet and mobile technologies by debt collection companies, no decision has squarely addressed this issue. Two areas of litigation, however, provide some guidance for applying the FDCPA to new technologies. First, cases applying the FDCPA to new technologies.

62. See GAO FDCPA REPORT, supra note 46, at 49 (quoting comment letters from ACA International and the National Association of Retail Collection Attorneys).
63. Jerman v. Carlisle, McNellie, Rini, Kramer & Ulrich LPA, 130 S. Ct. 1605, 1623 (2010) (finding that allowing debt collectors to apply a “bona fide error” defense to mistaken interpretations of the law would give a “competitive advantage to debt collectors who press the boundaries of lawful conduct.”); see also Romo, supra note 10 (characterizing debt collectors’ use of social networking websites to contact consumers as a “legal gray area”).
voicemails left by debt collectors reveal that courts have not diminished federal protections in order to accommodate new communication technology. In addition, these cases suggest that courts should consider the practical effects of technology in applying the FDCPA to different communication platforms. Second, decisions addressing the use of new technologies by debt collectors to deceive consumers reveal that some provisions of the FDCPA may be flexible enough to extend to these technologies.

A. Voicemails Under the FDCPA

Litigation over debt collection voicemails delivered to answering machines demonstrates some of the potential difficulties in applying the FDCPA to new technologies. Although the underlying technology of answering machines had been developing since the early 1900s, it was not until the 1980s that the device became widely used in residential homes. Consequently, when plaintiffs began alleging FDCPA violations arising out of voicemails placed by debt collectors, the courts had to apply the FDCPA to a technology that was not specifically contemplated at the time of the law's enactment in 1977.

Courts that have applied the FDCPA to voicemails have routinely faced the issue of whether voicemails are "communications" that are subject to the FDCPA's disclosure requirements. The FDCPA defines "communication" as the "conveying of information regarding a debt directly or indirectly to any person through any medium." In turn, the FDCPA requires that in an initial communication with a putative debtor, debt collectors must disclose "that the debt collector is attempting to collect a debt and that any information obtained will be used for that purpose." The law also requires debt collectors to disclose in subsequent communications that the communication is from a debt collector. In response to claims that voicemails require these disclosures, debt collectors have argued that voicemails do not constitute "communications" because they do not "convey[] . . . information regarding a debt directly or indirectly to any person . . . ."

The vast majority of courts that have addressed this issue have held that voicemails are communications that are subject to the FDCPA disclosure provisions. These courts, however, have employed different reasoning to reach this conclusion. Although courts have not provided a clear-cut framework for approaching voicemails under the FDCPA, three elements appear to be

64. DAVID MORTON, OFF THE RECORD: THE TECHNOLOGY AND CULTURE OF SOUND RECORDING IN AMERICA 134 (2000).
66. § 1692e(1).
67. Id.
68. See § 1692a(2).
69. See, e.g., Foti v. NCO Fin. Sys., 424 F. Supp. 2d 643, 654 (S.D.N.Y. 2006) (finding that a voicemail message left by a debt collector was a FDCPA communication and noting the "paucity of authority" to the contrary).
particularly important in determining whether a voicemail is a "communication." First, courts have relied on the content of the voicemail message. Second, courts have looked to the practical consequences of exempting certain voicemails from the ambit of the FDCPA. Finally, courts have looked to the context in which the voicemail was made.

With respect to the content of voicemails, many courts have found that voicemail messages containing even minimal information related to a debt are "communications" under the FDCPA. For instance, in Hosseinzadeh v. MRS Associates, the plaintiff brought suit against the defendant debt collector based on a series of voicemails referring to a "very important matter." The messages requested that the consumer call back a specified toll-free number, and warned that failure to call the number would result in "a decision-making process that [the consumer would] not be a part of." The court found that although the messages may not have "technically" mentioned specific information "about a debt or the nature of the call," the indirect references to the debt were sufficient to bring the messages under the FDCPA's definition of "communication."

Other courts have emphasized the pragmatic concern that exempting certain voicemails from the FDCPA would allow debt collectors to circumvent statutory requirements by repeatedly contacting debtors with messages containing minimal content. In Ramirez v. Apex Financial Management, LLC, a debt collector had left several messages on a consumer's answering machine after receiving a written "cease and desist" letter. Although the FDCPA generally requires that debt collectors "cease further communication" after receiving such a letter, the defendant argued that the voicemails were not
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70. See infra notes 74–77 and accompanying text.
71. See infra notes 77–82 and accompanying text.
72. See infra notes 83–84 and accompanying text.
73. See, e.g., Edwards v. Niagara Credit Solutions, Inc., 586 F. Supp. 2d 1346, 1350–51 (N.D. Ga. 2008) (finding that a voicemail instructing the listener to return the call in order to discuss an "important matter" indirectly conveyed information about the debt), aff'd on other grounds, 584 F.3d 1350 (11th Cir. 2009); Costa v. Nat'l Action Fin. Servs., 634 F. Supp. 2d 1069, 1076 (E.D. Cal. 2007) (finding that a voicemail conveying "the fact that there was a matter that she should attend to and instructions on how to do so" was a communication under the FDCPA because it indirectly conveyed information regarding a debt); Berg v. Merchants Ass'n Collection Div., Inc., 586 F. Supp. 2d 1336, 1340–41 (S.D. Fla. 2008) ("Courts generally consider pre-recorded messages and voice mail messages from debt collectors to be 'communications,' even if the messages do not state what the calls are regarding.").
75. Id. at 1107–08.
76. Id. at 1116.
77. See, e.g., Ramirez v. Apex Fin. Mgmt., LLC, 567 F. Supp. 2d 1035, 1042 (N.D. Ill. 2008) (opining that exempting nonspecific voicemails from the FDCPA would allow collectors to "continue calling debtors after having received a 'cease and desist' letter, so long as they avoid mentioning the underlying debt . . ."); Edwards, 586 F. Supp. 2d at 1351 (noting that exempting voicemails would "provide a loophole for debt collectors" to harass putative debtors with non-specific messages).
“communications” because the messages did not clearly convey information regarding a debt. The court rejected this argument, observing that under the defendant’s interpretation of the FDCPA, debt collectors would be able to continue to leave messages after receiving a “cease and desist” letter “so long as they avoid mentioning the underlying debt, which would absolve them of liability.” Drawing on the legislative purpose of the FDCPA to protect consumers from debt collectors’ harassing conduct, the court concluded that exempting messages that lack specific content “would be in grave conflict with the standards that underlie the FDCPA.”

A third element that courts have relied on in determining whether voicemails are “communications” is the context and purpose of the message. Courts have found that a voicemail’s function as part of the overall debt collection process militates in favor of finding that the message is a “communication” under the FDCPA. For instance, in Hutton v. C.B. Accounts, Inc., the court found that a series of voicemails left by a debt collector were “communications” in part because “the purpose of the messages was to induce Plaintiff to call Defendant to discuss her outstanding debt.”

The precise standard employed in these decisions is often unclear, and courts commonly provide multiple reasons for concluding that a particular voicemail is actionable under the FDCPA. For example, in Foti v. NCO Financial Systems, which has become the most prominent of the FDCPA voicemail cases, the court drew on several different lines of reasoning in finding that the voicemail at issue was an FDCPA “communication.” These included: (i) the content of the voicemail, including the suggestion that there was a matter requiring immediate attention and the provision of a call-back number; (ii) the “obvious purpose” of the message to entice a return call; (iii) the broad purpose of the FDCPA to protect consumers; and (iv) the concern that exempting voicemails would provide debt collectors with a loophole to circumvent protections afforded by the FDCPA. Although these different factors provide a variety of justifications for concluding that such a contact is a “communication” under the FDCPA, they do not set forth a clear framework that courts can easily apply to other contexts.

81. Id at 1042.
82. Id.
84. Hutton, 2010 WL 3021904 at *2.
86. Id.
Conversely, at least two courts have reached a contrary result, agreeing with the defendant debt collectors and finding that challenged voicemails were not "communications" under the FDCPA because they did not convey any "information regarding a debt." These cases focused primarily on the content of the voicemail and involved voicemails that contained only a name and a request for a return call. In concluding that such voicemails were not actionable under the FDCPA, these cases did not address the other elements upon which other courts that treated voicemails as "communications" relied. As a result, other courts have widely criticized these cases. Despite this criticism, these decisions highlight the confusion over determining how to apply the FDCPA to new technologies.

While the voicemail cases do not establish an unassailable framework for applying provisions of the FDCPA to new technologies, they do provide two helpful guidelines for approaching new technologies. First, the voicemail cases demonstrate that the protections afforded by the FDCPA should not be diminished because the law makes it difficult or impossible for collectors to use a particular technology. The three main elements considered in the FDCPA voicemail cases—the content of the voicemail, the concern that exempting voicemails would create a "loophole" in the FDCPA's protections, and the context of the voicemail—all focus on whether applying the FDCPA to a voicemail will ensure an adequate level of consumer protection.

Notably, none of these cases look to balance the interest of debt collectors in using new technologies against the consumer protections the FDCPA endows. Indeed, a common argument debt collectors have made in these cases has been that requiring collectors to disclose their identity in voicemail messages places the collectors in an untenable dilemma. Collectors have
alleged that either a voicemail will not disclose that the message is from a debt collector and run afoul of the FDCPA’s disclosure requirement, or a voicemail will have a disclosure and could run afoul of the FDCPA’s separate prohibition against communicating information to third-parties, should a third-party come across the voicemail. Thus, collectors have alleged that the application of the FDCPA’s provisions to voicemail messages forces them to either not use voicemails as a form of communication or pay inevitable litigation costs. Courts have roundly rejected this argument, finding instead that debt collectors are not entitled to use inherently risky methods of communicating with consumers. As the Southern District of New York observed, just because a debt collector is permitted to continue to attempt to collect the debt does not entitle the collector to use any means. . . . The court has no authority to carve an exception out of the statute just so [a debt collector] may use the technology they have deemed most efficient . . . .

Reinforcing this principle, several courts have noted that even in the absence of a particular communication platform, debt collectors have an array of other methods with which to contact putative debtors. Hence, in applying the FDCPA to new technologies, the protections that federal law supplies do not need to accommodate a particular mode of communication. Instead, these protections are paramount and should not be displaced because debt collectors wish to use a potentially risky method to contact consumers.

Second, the voicemail cases demonstrate that applying the FDCPA to a particular communication platform requires a consideration of the practical effects that the technology may have. Several of the voicemail cases noted the concern that exempting certain voicemails from the FDCPA would create a “loophole” that would allow debt collectors to circumvent various protections
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91. See 15 U.S.C. §§ 1692e(b) & 1692e(11) (2006). An exception to the general rule against disclosing information to third parties is that a debt collector can contact a third-party to acquire location information about a putative debtor. Id. § 1692b.

92. Leyse v. Corp. Collection Servs. No. 03-Civ-8491(DAB), 2006 WL 2708451, at *5 (S.D.N.Y. Sept. 18, 2006); see Berg v. Merchants Assoc. Collection Division, Inc., 586 F. Supp. 2d 1336, 1343 (S.D. Fla. 2008) ("Courts have no obligation to harmonize different provisions of the FDCPA so that debt collectors may use an inherently risky method of communication"); see also Mark, 2009 WL 2407700, at *5 (dismissing the defendant’s argument that they were entitled to use voicemail and noting that such a position had been “argued by debt collectors in other cases and rejected”).

93. See, e.g., Grybowski v. I.C. Sys., Inc., 691 F. Supp. 2d 618, 623 (M.D. Pa. 2010) (noting the availability of “postal mail, in-person contact, and speaking directly by telephone”); Berg, 586 F. Supp. 2d at 1345 (“Debt collectors have several alternative channels of communication available to them, including live conversation via telephone, in person communication, and postal mail.”); Foti v. NCO Fin. Sys., 424 F. Supp. 2d 643, 659 (S.D.N.Y. 2006) (“Debt collectors . . . could continue to use other means to collect, including calling and directly speaking with the consumer or sending appropriate letters.”).
DEBT COLLECTION IN THE INFORMATION AGE

Thus, in applying the FDCPA to new technologies, it is important to consider the practical consequences of imposing a particular rule of law in light of the FDCPA taken as a whole.

These insights provide a foundation for approaching new technologies. When the use of a technology runs afoul of the provisions of the FDCPA, that use may properly be prohibited under the FDCPA. Moreover, where a technology has the potential to undermine the FDCPA's protections, there may be practical considerations that militate in favor of allowing the use of particular technologies. And both of these insights, having arisen from the controversy over the FDCPA's definition of "communication," demonstrate that this definition is one of the most important sources of tension between new technologies and the FDCPA.

B. Deceptive Uses of Technology Under the FDCPA

A second line of cases that provides guidance regarding the application of the FDCPA to new technologies involves the use of technology to deceive consumers. Although far less litigated than the use of voicemail, cases applying the FDCPA to potentially deceptive uses of technology have focused on two specific technologies. First, courts have considered debt collectors' use of caller-ID devices to disguise the identity of the person or entity placing telephone calls. Second, courts have considered debt collectors' use of verification systems to collect information about putative debtors.

The handful of cases that have applied the FDCPA to caller-ID devices demonstrate how courts have flexibly applied the law's general prohibition on deceptive practices to new technologies. Unlike the voicemail cases, which have been concerned primarily with the FDCPA's disclosure requirements, the caller-ID cases have centered on the FDCPA's prohibition against the use of false pretenses. The FDCPA prohibits "[t]he use of any false representation or deceptive means to collect or attempt to collect any debt or to obtain information concerning a consumer." In addition, the FDCPA specifically prohibits debt collectors from using a false business name.

The caller-ID cases have largely turned on whether the debtor used the challenged device to actively mislead the putative debtor as to the source of the call. In Knoll v. Allied Interstate, Inc., a consumer alleged that a debt collector employed a caller-ID device that made the collector's calls appear as if they
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95. See infra notes 99–104 and accompanying text.
96. See infra notes 105–113 and accompanying text.
97. 15 U.S.C. § 1692e(10) (2006); see also S. REP. No. 95-382, supra note 21, at 4 (noting that the FDCPA prohibits debt collectors from "obtaining information under false pretenses").
were from “Jennifer Smith.” The Allied Interstate court found that the caller-ID device misled the consumer with respect to the source of the phone call, by masking the fact that a debt collector was calling. Thus, the court concluded that the plaintiff’s allegations were sufficient to survive a motion to dismiss.  

By contrast, in Glover v. Client Services, Inc., the United States District Court for the Western District of Michigan concluded that a debt collector’s caller-ID device that made the collector’s phone number appear as “unavailable” did not violate the FDCPA. The Glover court noted that unlike the “Jennifer Smith” ID in Allied Interstate, the “unavailable” message was “entirely accurate as it conveyed that the identity of the caller was not available.” Thus, the court concluded that the caller-ID device did not constitute “false representation or deceptive means.”

Courts have used a similar approach in cases applying the FDCPA to the use of verification systems that collect information about putative debtors. In Romine v. Diversified Collection Services, Inc., the Ninth Circuit concluded that Western Union’s telegram verification system may have been sufficient to make the company a “debt collector” subject to the FDCPA. The challenged activity involved Western Union’s use of an Automated Voice Telegram (AVT) service to collect putative debtors’ unlisted phone numbers.

Through the AVT service, a consumer would receive a notification that he had a telegram marked for voice delivery, and was instructed to call a toll-free number to have an operator read the telegram aloud. Unlike Western Union’s standard telegram delivery service, the AVT service required the recipient of the telegram to “confirm” his or her identity by providing a personal telephone number before the telegram could be conveyed. The AVT process was specifically advertised to debt collectors as a way of gathering the phone numbers of putative debtors. For instance, after the consumer in Romine provided his confirmation information, the operator read aloud a debt collection message prepared by a collector.

Although the case only involved the preliminary question of whether Western Union was a “debt collector” subject to the FDCPA, the reasoning of the Romine court underscores the need for a pragmatic approach that looks at the way that technology functions as part of the debt collection process. In
determining whether Western Union’s activities should be subject to the provisions of the FDCPA, the court looked at the role of the AVT system in collecting debt-related information. The court noted Western Union’s aggressive marketing of the AVT system to debt collectors, the fact that the AVT system differed significantly from Western Union’s ordinary process of telegram delivery, and the advertised use of the system to “convey[] a sense of urgency through the use of Western Union telegrams.” In light of these observations, the court found that the manner in which the AVT service obtained consumers’ phone numbers went “beyond mere information gathering or message delivery.” Accordingly, the court concluded that the AVT service was “of the type that the FDCPA was designed to deter.”

These cases suggest that in some instances, the difficulties of applying an older statute to new, unforeseen technologies can be resolved through a flexible principle that focuses on the function and nature of the technology. There is, of course, nothing in the FDCPA that directly addresses the use of caller-ID devices or telegram verification systems. But unlike the voicemail cases, these cases did not involve any threshold issue concerning the mode of contact, such as the “conveying information” requirement for provisions that apply to “communications.” Instead, the question in Allied Interstate and Glover was whether the use of a particular technology constitutes a false representation or deceptive means. This question turns on the effect that a particular contact has on the “least sophisticated” consumer. As in Romine, this inquiry looks at how technology is used, without being bogged down with the antecedent question of whether a particular technology falls under the FDCPA. Because this determination is inherently context-specific, the flexible approach under the deceptive technology cases appears to be equally applicable to any number of debt collection technologies.

Along with the voicemail cases, the cases addressing deceptive uses of technologies by debt collectors provide guidance regarding how the current FDCPA framework could be extended to mobile phones, e-mail, social networking, and other modern communication platforms. In both the voicemail and deception cases, courts relied on the specific language of the FDCPA in

111. Id. at 1147-49.
112. Id. at 1149; see also Udis v. Universal Commc’ns. Co., 56 P.3d 1177, 1180 (Colo. App. 2002) (reaching a similar conclusion with respect to a nearly identical telegram system).
113. Romine, 155 F.3d at 1149 (finding debt collector violated the FDCPA by making collection calls using a caller-ID device to misleadingly display a number with the same area code as the consumers’ phone number).
117. See Romine, 155 F.3d at 1149 (noting that the determination of whether a use of technology renders a party a debt collector “depend[s] on the nature of the activities in the individual case.”).
determining whether a particular act ran afoul of the law. Where this language is based on a particular characteristic of a contact, as in the voicemail cases, the FDCPA has not given rise to a clear framework for approaching new technologies. In contrast, where the FDCPA provides a general principle that looks to the effect that an action has on a consumer, as in the deceptive technology cases, courts may have enough flexibility to apply the language of the FDCPA to new technologies in a sufficiently predictable manner. Thus, before analyzing what changes should be made to the FDCPA, it is necessary to separate out those areas that may be resolved under a general principle found in the current FDCPA framework from those areas that would benefit from reform.

III. APPLYING THE FDCPA FRAMEWORK TO NEW TECHNOLOGIES: IDENTIFYING AREAS OF REFORM

Although Congress enacted the FDCPA before the advent of mobile and internet technologies, existing cases concerning voicemail, caller-ID devices, and verification systems provide guidance regarding some of the more pressing issues emerging technologies raise. While advances in communication technology have the potential to create conveniences for both collectors and consumers, they also pose new possibilities for deception and raise serious privacy concerns. In some cases, these challenges may be resolved adequately through the current FDCPA framework. However, in other areas the FDCPA should be reformed to ensure that debt collectors do not use new technologies to undermine the provisions and purpose of the FDCPA. This Part addresses the use of new technologies to communicate with consumers and gather information, identifies issues that the statutory language and existing interpretations of the FDCPA may resolve, and suggests areas for future reform.

A. Communications with Putative Debtors

When debt collectors use new technologies to communicate with consumers in a way that is closely analogous to voicemails, courts can apply the FDCPA framework to these new technologies in a similar manner. Although the mode of communication may change, the content of the message and the purpose of inducing a consumer into discussing a putative debt remains the same. For example, the messages discussed in the introduction, in which collectors left messages for putative debtors or third-parties through Facebook or MySpace, function in a similar manner as voicemails in that debt collectors leave a message to which the recipient later responds. Accordingly, where collectors use new technologies to prompt consumers into discussing a putative debt with them, courts likely would consider these messages a "communication" under the current FDCPA framework.

As a communication, these contacts would be subject to the FDCPA’s disclosure requirement and the prohibition against revealing information about
a debt to third parties. Since many of the most egregious uses of these contacts would not comply with these existing requirements, they would be prohibited by the FDCPA. For example, at a recent FTC conference concerning debt collection and new technologies, both plaintiff-side lawyers and industry representatives appeared to agree that publicly posting information that would "shame" consumers into paying debts, like some of the examples in the introduction, would run afoul of the FDCPA. Hence, where collectors use communications made possible by new technologies in a way akin to voicemails, the current FDCPA framework would suffice to ensure that the technologies do not mislead consumers by failing to disclose that the sender is a debt collector or reveal sensitive information to third-parties.

In addition, new technologies may make it much easier to enforce the FDCPA's disclosure and third-party requirements by creating a record of the communication. With telephone calls, recording a call is inconvenient for many consumers, and some state laws prohibit recording an incoming call. As a result, many FDCPA violations go unaddressed. In contrast, newer technologies like text messages, e-mail, and social networks generally create a record of the communication between the consumer and the collector. Thus, in addition to the FDCPA framework attaching to voicemail-like communications based on newer technology, these technologies may increase the likelihood of enforcement.

The fact that certain FDCPA provisions would attach to communications made through mobile and internet platforms, however, does not necessarily mean that these protections are adequate. In passing the FDCPA, Congress sought to ensure a reasonable level of consumer privacy. Although the current FDCPA framework will likely be sufficient to resolve many of the disclosure problems new forms of communication pose based on the analogy between voicemails and newer forms of communication, this analogy may not hold up in the privacy context. Because new communication platforms make it much easier to disseminate information in a public manner, consumers likely have different expectations regarding their use of these technologies. Hence, reform may be necessary to address the privacy concerns that the unique characteristics of new technologies pose.

119. See Draft Transcript, Debt Collection 2.0, supra note 15, at 28–33.
120. Donald H. Yarbrough, consumer protection attorney specializing in FDCPA suits, id. at 88 (noting that in many states it is generally illegal to record a telephonic conversation); see also Cary L. Flitter, consumer protection lawyer specializing in FDCPA suits, id. at 89 (advocating for allowing consumers to record telephone calls from debt collectors).
121. See 15 U.S.C. § 1692(a1) (2006) (noting that abusive, deceptive, and unfair debt collection practices contribute "to invasions of individual privacy"); S. REP. No. 95-382, supra note 21, at 43 ("[T]his legislation strongly protects' [sic] the consumer's right to privacy by prohibiting a debt collector from communicating the consumer's personal affairs to third persons . . .").
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In analyzing the privacy concerns that new technologies raise, Professor Helen Nissenbaum's model of privacy as "contextual integrity" is insightful. Under Nissenbaum's theory, the rules governing the flow of information should be tied to the norms that exist in a specific context. For example, a disclosure that may be appropriate in the context of an employer-employee relationship may be far different from one made in the context of a personal friendship. Likewise, the venue in which a particular information flow exists—for example a street, park, market, school, or hospital—may also affect the norms related to privacy.

In the context of debt collection and new technologies, Professor Nissenbaum's theory raises the question of whether the same norms that were developed to address letters and residential phone calls should also be applied to social networking websites, mobile communication platforms, and e-mail. Notably, the FDCPA's disclosure requirements do not depend on the medium of communication. The same disclosure that is adequate for a phone call will, under existing FDCPA standards, presumably be sufficient for other communication platforms as well.

Two distinctions between new and old technologies underscore the need for further consideration of the terms of the FDCPA in order to adequately account for privacy concerns. First, unlike residential phone lines and home addresses, many new technologies are mobile. The mobile characteristic of technology means that people will receive communications in a different context than the FDCPA contemplated. For example, a person may receive a telephone call placed to his mobile number at home, at the store, at work, or in any other number of locations. Although the FDCPA prohibits communications to be placed "at any unusual time or place or a time or place known or which should be known to be inconvenient to the consumer," mobile technologies make the application of this provision much more difficult.

In order to ensure adequate consumer privacy, clarification or reform may be appropriate.

Second, partly as a result of the mobility of new technologies, mobile and internet communication platforms have become an increasingly present part of peoples' everyday life. As the Supreme Court recently observed in City of Ontario v. Quon, "[r]apid changes in the dynamics of communication and information transmission are evident not just in the technology itself but in
what society accepts as proper behavior.” The Court went on to note that “[c]ell phone and text message communications are so pervasive that some persons may consider them to be essential means or necessary instruments for self-expression, even self-identification.” As a result of the pervasive and intimate nature of modern technologies, users may expect the ability to exercise control over the dissemination of information, in order to maintain borders between social, work, and family groups. The potential for debt collectors to exploit the intimate nature of these technologies by using new technologies raises concerns over whether existing FDCPA protections are adequate.

These distinctions provide a strong justification for clarifying the section of the FDCPA that covers direct contacts between debt collectors and consumers. Although the current FDCPA framework will likely ensure that the new forms of communication disclose that the contact is from a debt collector and prevent information from being revealed to third-parties, it does not satisfactorily address the privacy concerns raised by new technologies. FDCPA provisions that were seen as adequate to protect consumer privacy in 1977 may not be sufficient to govern the use of technologies that involve a different set of expectations. Without clearer guidance, courts, consumers, and debt collectors will be left in the unenviable position of drawing imperfect analogies between voicemails and newer communication platforms. This will encourage firms to push the boundaries of the law, disadvantage ethical debt collectors, and jeopardize the FDCPA’s overarching goal to safeguard consumers from abuse and harassment.

B. Information Gathering

As with communicating with putative debtors, courts could likely treat many uses of new technologies to collect information in a predictable manner under the current FDCPA framework. Where collectors use new technologies to gather information under false pretenses, courts can consider these technologies as closely analogous to the caller-ID system in Allied Interstate Knoll and the verification system in Romine. As suggested by those cases, the FDCPA’s prohibition against false pretenses may be flexible enough to cover new technologies.
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Hence, the standards for collecting information under the FDCPA may not need to be modernized in order to address new technologies. In contrast to the definition of “communication” and the specific disclosures required by the FDCPA, the prohibition against deceptive information gathering is written in broad language. Indeed, the terms “deceptive” and “misleading” are inherently dependent on the context in which an activity is carried out. In order to determine whether a particular practice will tend to mislead or deceive a consumer, regulators and courts must take into account the circumstances surrounding the practice.

Debt collectors should find sufficient guidance in the flexible approach applied in the deceptive use of technology cases. Under this approach, the question is whether collectors use technology to deceive the consumer, and thus obtain information that the debt collector would otherwise not be able to obtain. So, while using Google to search out publicly available information about a putative debtor would likely be legal because there is no deception involved, using a misleading alias to contact a putative debtor through a social networking website or mobile phone would likely be misleading and thus illegal.

The use of new technologies to gather information does, however, raise separate issues that courts cannot easily resolve by the flexible prohibition against deceptive and misleading practices. For example, users of social networking websites often share certain information only with certain people who have been allowed access, or added as a friend. Debt collectors may seek out that information and request that consumers add them as social networking “friends.” Gary D. Nitzkin, an attorney specializing in debt collection, has claimed that “[m]y collectors and skip tracers will put their name in to be a friend to the debtor[.].” Once friends, the agents for the collector “can get into their inner circle and talk to [the consumer’s] other friends.” This, the attorney suggests, allows the agents to find assets that might otherwise remain uncovered.

A court, in line with a liberal interpretation of the FDCPA’s provisions, might very well find this behavior to be deceptive. Given that a “friend request” that lacks a disclosure would likely deceive a significant number of consumers with respect to the purpose of the request, a court may find that this activity runs afoul of the FDCPA. Indeed, the FTC recently concluded an investigation of Mr. Nitzkin’s activities and issued a public letter detailing some of the
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135. For example, the general standard of deception applied by the FTC includes a consideration of whether a representation is misleading “under the circumstances” presented. See FTC Policy Statement on Deception, appended to In re Cliffdale Assocs., Inc., 103 F.T.C. 110, 174 (1984).
136. See id. (discussing the “reasonable consumer” standard).
137. Draft Transcript, Debt Collection 2.0, supra note 15, at 23–24 (discussing friend requests and the FDCPA).
139. Id.
140. Id.
possible ways that social networking contacts could run afoul of the FDCPA.\footnote{141} Although the FTC declined to recommend enforcement against Mr. Nitzkin because it did not appear that Mr. Nitzkin actually contacted a consumer debtor through Facebook, the letter indicates that a “friend request” would have to disclose that the message is from a collector in order to adhere to the FDCPA.\footnote{142} Following this logic, a court might find that in light of the request’s role as part of an ongoing debt collection process, and given the potential for harassment, the request should be considered a communication under the FDCPA.\footnote{143} This conclusion, however, is not completely clear from the text of the FDCPA or case law. If a court found that a “friend request” did not convey sufficient content to be considered a “communication” under the FDCPA, it could follow Glover and find that the request constitutes lawful information collection.\footnote{144} As in Glover, a court could find that a collector does not need to make an affirmative disclosure before conveying additional content to a consumer.\footnote{145} Moreover, it is questionable whether this type of “information collection” friend request would be subject to the disclosure requirement of the FDCPA, because the request does not clearly convey information regarding a debt. Indeed, a debt collector may only want to gather more information about a putative debtor without making further contact after the initial friend request. The potential for conflicting court decisions in this area warrants additional consideration concerning reform.

IV. RECOMMENDED CHANGES AND THE CHALLENGES OF REFORM

The primary challenge in applying the FDCPA to new technologies is in modernizing the guidelines regarding direct debt collection contacts with consumers. With new technologies, debt collection contacts with putative debtors may take the form of an e-mail, text message, or “friend request,” all of which create the potential for new forms of deception and pose unique privacy concerns.

Drawing on the above analysis, this Part presents three areas where reform through the CFPB’s new rulemaking powers may be appropriate, and highlights some of the challenges in implementing these solutions. First, the CFPB should clarify the term “communication” to encompass all contacts with putative debtors that relate to the collection of a debt. Second, with respect to mobile and internet technologies, the CFPB should impose additional
requirements to ensure that consumers receive adequate protections. Finally, the CFPB should give further consideration to whether it should impose an express written consent requirement on the use of technologies that may cause consumers financial harm.

A. Textual Clarification of the Term “Communication”

A starting point for reforming the FDCPA is the term “communication.” The standard of whether a debt collector’s contact with a putative debtor conveys information regarding a debt has given rise to considerable confusion. Some contacts made over new communication platforms, such as the Facebook messages sent to Melanie Beacham described at the beginning of this Comment, clearly convey information, and would thus presumably be subject to the FDCPA’s disclosure requirement. However, as the voicemail cases demonstrate, in other contexts courts have grappled with what level of information is necessary to bring a contact under the ambit of “communication.” Thus, while the current FDCPA framework will be sufficient in many cases to ensure that new technologies are subject to the FDCPA provisions that are specific to “communications,” additional clarity is warranted to prevent confusion over contacts with minimal content.

The primary challenge is that new technologies make it more difficult to consider a communication in isolation, apart from other contacts that collectors make as part of the debt collection process. The current definition of “communication,” which requires the conveyance of information regarding a debt, focuses on the content of the individual debt collection contact. However, an anonymous debt collection contact intrudes on a consumer’s privacy because of its status as a debt collection message, not because it conveys a certain level of content. Professor Nissenbaum’s theory underscores that the expectation of privacy flows at least in part from context. Consumers likely have a reasonable expectation to be free from anonymous debt collection contacts that intrude into areas they regard as intimate, regardless of whether the contact conveys content regarding a debt.

With new technologies, certain contacts that pose harm may be inadvertently exempted from the FDCPA’s current disclosure requirement which focuses on content. As discussed above, in contacting a consumer through a social networking website, a debt collector must first “friend” the consumer, which may not transmit any content beyond the social networking
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name or alias of the collector. Likewise, as the voicemail cases suggest, there may be inconsistent judicial treatment of text-based messages that leave only a name, phone number, and request for a return call. In order to ensure that these contacts reflect the underlying impetus behind the FDCPA's basic protections, the definition of "communication" needs to reflect the privacy concern raised by the context in which a debt collection contact is made.

A solution to this problem would be to shift the definition of "communication" from its current focus on content toward the role that the contact plays as part of the overall debt collection process. This approach would encompass voicemails, "friend requests," and some text messages that have minimal substance relating to the debt, but are intended primarily to induce the recipient into future action. While these contacts may not directly convey information about a debt, because they are part of the debt collection strategy, the general prohibition against anonymous communications should apply. Requiring such a disclosure would impose only a minimal cost on debt collectors and would prevent unscrupulous collectors from exploiting this regulatory gap to harass debtors, as many courts have observed in the voicemail context.

Redefining "communication" as "any contact with a debt collector that relates to the collection of the debt or seeks to induce future action" would better ensure consumer protection in a manner that does not unduly burden debt collectors. Tethering the definition of "communication" to the debt collection process, which is the source of the privacy concern, will better protect consumer privacy. At the same time, certain behaviors that do not raise consumer protection concerns are excluded. For example, sending account balance updates and privacy notices would fall outside of the definition of "communication" because they do not relate to the process of collecting a debt. Likewise, collectors would be able to search publicly available material because this type of searching does not involve any "contact" with a consumer. Thus, a shift towards a definition of "communication" that depends on the role of the contact would better ensure consumer privacy while bringing a level of clarity to this murky area of the FDCPA.

A similar clarification may also be helpful in the context of the FDCPA's prohibition against "false representation or deceptive means" to collect information. Although this language is flexible enough to encompass forms of deception that rely on new technologies, the CFPB should make it clear that the deception, like privacy, depends on context. With a social networking website, for example, a consumer would probably not expect a "friend request"

148. See S. REP. NO. 95-382, supra note 21, at 4 (describing the prohibition on "harassing or anonymous telephone calls") (emphasis added).
149. See supra note 94 and accompanying text.
151. See § 1692e(10).
from a debt collector. Hence, even if a debt collector used his or her real name, if that name did not adequately represent that the request is from a collector, it should be considered deception.\textsuperscript{152} The deception in this case would result from omitting information about the collector in a way that "contributes to an overall incorrect impression" because of the consumer's assumptions about the form of communication.\textsuperscript{153} This change would ensure that consumers are protected from a range of deceptive practices, while providing collectors with some basic guidelines that follow from the plain text of the FDCPA. Thus, with respect to the use of technology to both contact consumers and gather information, clarifying the FDCPA to reflect the context-specific nature of privacy and deception would benefit both consumers and collectors.

B. Additional Requirements for the Use of Internet and Mobile Technologies

A second major area of potential reform concerns the ability of consumers to use the very same communication platform through which they receive debt collection contacts. A prominent argument for the use of new technologies in the debt collection process is that these technologies provide a more convenient means of communication.\textsuperscript{154} Just as new communication platforms permit debt collectors to more efficiently contact consumers, these platforms may also make it easier for consumers to send important messages to debt collectors. Notably, although debt collectors are permitted to call consumers in order to request repayment of an outstanding debt, in order to dispute the validity of the debt and receive verification that the debt is valid, consumers must send debt collectors a written notice.\textsuperscript{155} New technologies could make it easier for a consumer to dispute a debt, request verification, workout a payment solution, or demand that collectors cease contact.

Without additional guidance, however, new communication platforms may become a one-way street, allowing debt collectors to more efficiently further the collection process without providing similar conveniences to consumers. For example, it is easy to envision debt collectors using technologies to send text messages and e-mails, without providing a valid return address or opt-out mechanism. A similar concern was a major motivating factor behind the CAN-SPAM Act, which made it a criminal offense to send unsolicited commercial e-mail without providing the recipient an opt-out mechanism.\textsuperscript{156} The use of new technologies by debt collectors could create similar problems.
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In order to address this concern, the FDCPA should be modified to impose additional requirements on the use of modern technologies. First, the FDCPA could require that mobile and internet communications from collectors contain a disclosure, a dispute process that obligates a collector to provide verification, and an opt-out mechanism. Second, in order to allow consumers to take advantage of these technologies, the dispute and opt-out mechanisms would need to allow the consumer to respond through the same technology that the debt collector used to send the communication. For example, a collector's message through a social networking website could not require that consumers opt out of future messages by sending a letter to the debt collector's physical office. Instead, the consumer should be able to dispute the debt, request verification, and opt out of future messages by responding through the social networking website. In addition, these options should be presented in a "clear and conspicuous" manner in order to be reasonably usable.\textsuperscript{157}

Taken together, these changes would provide a number of benefits for both consumers and collectors. By ensuring that consumers and collectors alike can take advantage of new technologies, these updates would deter collectors from abusing new communication platforms. By giving consumers both the notice and opportunity necessary to exercise their statutory rights through new technologies, unethical collectors would be prevented from using one-way messages in an abusive manner. Moreover, by requiring a verification and dispute mechanism, both consumers and collectors would be able to gain genuinely from the conveniences of mobile and internet technologies. And finally, by establishing an electronic paper trial for many debt-related communications, these requirements would deter unethical behavior.

The CFPB could model these changes off of the Federal Trade Commission's previous amendments to the Telemarketing Sales Rule (TSR), which impose requirements on telemarketing calls. Under the TSR amendments, a prerecorded call must disclose at the outset of the call that the recipient can ask to be placed on the company's do-not-call list at any time during the message.\textsuperscript{158} In addition, the amendments require that in cases where a person answers the call, the call include an interactive voice and/or keypress-activated opt-out mechanism that adds the consumer's phone number to the company's do-not-call list and then immediately ends the call.\textsuperscript{159} If the call is answered by an answering machine or voicemail program, the message must

\textsuperscript{157} See, e.g., FTC, DOT COM DISCLOSURES (2000) (providing guidance on the "clear and conspicuous" standard in the context of media disclosures).


\textsuperscript{159} 16 C.F.R. § 310.4(b)(1)(v).
provide a number that allows the consumer to access an interactive voice and/or keypress-activated opt-out mechanism.\textsuperscript{160}

The amendments to the TSR demonstrate that a more detailed approach may be advantageous in order to balance the interests of consumers and debt collectors. Applying a similar approach to debt collectors’ use of new technologies to contact debtors, in addition to the current protections under the FDCPA, would be a reasonable way to ensure that both collectors and consumers benefit from new technologies. Thus, in line with the FDCPA’s twin goals of protecting consumers and ensuring that ethical debt collectors are able to practice, the CFPB should strongly consider imposing these requirements on debt collection communications that utilize new technologies.

\textit{C. Express Written Consent Requirement for New Technologies That May Cause Consumers Financial Harm}

A third area of potential reform involves the form of consent that should be required to contact consumers through new technologies that may cause consumers financial harm. The most prominent example of this issue is mobile communications, such as calls and texts to mobile phones. Because mobile phone plans often charge users to receive calls and text messages, debt collectors’ use of these technologies may impose unauthorized financial costs on individual consumers.\textsuperscript{161}

Although the FDCPA contains a prohibition against “[c]ausing charges to be made to any person for communications by concealment of the true purpose of the communication,”\textsuperscript{162} the Federal Communications Commission (FCC) has recently proposed a rule that would have a potentially broader impact on collection efforts that rely on mobile technology. Introduced in 2010, the FCC rule would clarify that the Telephone Consumer Protection Act (TCPA) prohibits \textit{any} calls made from an autodialer or predictive dialer to a mobile telephone—including calls made by debt collectors—without written consent from the consumer.\textsuperscript{163} The 2010 amendments are consistent with previous FCC statements that the TCPA’s prohibition against calls made from automated dialers extends to “both voice calls and text calls to wireless numbers including, for example, short message service (SMS) calls.”\textsuperscript{164}

Some commentators have argued that such a change will impose unjustified burdens on ethical debt collectors. One commentator has argued, for

\begin{itemize}
  \item \textsuperscript{160} \textit{Id.}
  \item \textsuperscript{161} \textit{See CHALLENGES OF CHANGE, supra note 57, at 31.}
  \item \textsuperscript{163} \text{Rules and Regulations Implementing the Telephone Consumer Protection Act; Proposed Rule, 75 Fed. Reg. 13471, 13474–76 (2010).}
  \item \textsuperscript{164} \textit{In re Rules and Regulations Implementing the Telephone Consumer Protection Act of 1991, Report and Order, 18 FCC Rcd. 14014, 14115 (July 3, 2003).} The FCC has reaffirmed this statement in other reports. \textit{See Satterfield v. Simon & Schuster, Inc., 569 F.3d 946, 952 (9th Cir. 2009)} (discussing the history of the FCC’s interpretation of the prohibition to include text messages).\end{itemize}
example, that "[t]here is virtually no way of knowing whether the number provided by the debtor is a cell phone number."\textsuperscript{165} Available software that identifies whether a given phone number is mobile or landline, however, contradicts this argument.\textsuperscript{166} Although some industry representatives have argued that "scrubbing" mobile phone call lists impose substantial costs,\textsuperscript{167} other collectors have claimed that they use the technology on a regular basis.\textsuperscript{168}

Utilizing this type of software, even if a collector erroneously called a mobile telephone number, the collector could raise a bona fide error defense. The FDCPA does not hold collectors liable who can show, "by a preponderance of evidence that the violation was not intentional and resulted from a bona fide error notwithstanding the maintenance of procedures reasonably adapted to avoid any such error."\textsuperscript{169} Thus, collectors who scrub cell phone numbers from lists of consumer phone numbers should not face an unduly high litigation risk.

A stronger argument against the FCC's rule is that a written express consent requirement would render many consumers practically unreachable by phone.\textsuperscript{170} Indeed, it is difficult to imagine a substantial number of consumers giving written consent to be contacted by debt collectors through any medium. As David Jones, president of the Association of Independent Consumer Credit Counseling Agencies has observed, "more and more consumers are moving away from land lines and depending only on their cell phones . . . the collectors have a point."\textsuperscript{171} In addition, the transaction costs in receiving written consent from putative debtors, or alternatively in manually calling consumers, may outweigh the potential benefit to the debt collector in contacting consumers' mobile phones.\textsuperscript{172} Thus, on a practical level an express written consent


\textsuperscript{166} See, e.g., INTELIUS, http://www.intelius.com (last visited Aug. 18, 2010).


\textsuperscript{168} See John Watson, Chief Operating Officer of ARS National Services, Inc., Draft Transcript, Debt Collection 2.0, supra note 15, at 111 (noting that because of the TCPA's prohibition on calling cell phone numbers, "I think most agencies, including ours, have multiple scrubs that happen before a dialer gets placed . . . "); see also Brian Cutler, Senior Director of Product and Program Management, Ontario Systems, id. ("[W]e've got a software program built into our system that we use with our dialer where we scrub for cell phone numbers.").


\textsuperscript{170} See Cross-Industry Reply Comment, supra note 167.


\textsuperscript{172} Letter from Lisa S. McGreevy, President & CEO of Online Lenders Alliance, to the Federal Communications Commission (May 21, 2010), available at http://www.onlinelendersalliance.org/Resources/Documents/FCC final comment letter.doc (arguing that the rule "will cost our members millions of dollars in revenue each year in lost collections and higher compliance costs").
requirement may result in debt collectors being precluded from being able to telephonically contact many consumers.

This makes the cell phone issue difficult to resolve. In light of the FDCPA voicemail cases, rendering a new technology unusable may be an acceptable—and necessary—consequence. These cases demonstrate that debt collectors are not entitled to use technologies that present unacceptable harms to consumers.173 So, if these technologies cannot be utilized without threatening the protections afforded by the FDCPA, they can rightfully be excluded.

In addition to financial harms, there may be privacy concerns that warrant a heightened consent requirement. As discussed above, collectors’ use of mobile telephones raises an enormous risk of running afoul of the FDCPA’s prohibition on “unusual time or place” contacts.174 Mobile phones move around with their owner, and the area code of a mobile telephone number may not reflect the owner’s current location, or time zone. In a 2009 report on debt collection, the FTC concluded that given this characteristic, debt collectors should only be able to call mobile telephones if they have prior express consent from a consumer.175 Much like the FCC’s proposed rule, the FTC’s recommended changes would require that consumers be “adequately informed that they may receive collection calls on their mobile phones” and that the consumers “have taken some affirmative step to indicate their agreement to receive such calls.”176

While it is important to ensure the privacy of consumers, a practical wholesale bar on the use of new technologies may have unwanted consequences for consumers and collectors alike. If a substantial proportion of consumers begin to rely solely on cell phones as a form of communication, the written consent requirement may leave collectors with few ways to contact putative debtors. Moreover, although an express written consent requirement appears to be consistent with both the purpose of the FDCPA and case law, it is not necessarily the best response to collectors’ use of mobile technologies. The opportunity for consumers to dispute a debt over the phone, and to opt out of further communications, could provide benefits that militate against a written consent requirement.

At this stage, whether the FCC’s proposed rule will ultimately create the burden that collectors have predicted is unclear.177 Against this uncertainty, the CFPB should continue monitoring the use of mobile technologies by debt collection companies to determine whether further action is necessary. In
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173. See supra notes 92–93 and accompanying text.
175. CHALLENGES OF CHANGE, supra note 57, at 6.
176. Id. at 27.
particular, it should gather information regarding what percentage of consumer debt collection complaints received by the FTC and other consumer protection agencies involve mobile technology. The CFPB can employ its rulemaking powers to solicit comments from industry representatives and consumer advocacy groups to further study the issue. While there may not be sufficient evidence to impose a blanket ban on mobile technologies, the CFPB should closely monitor this area as a potential target for future reform.

**CONCLUSION**

There are compelling reasons to modernize the FDCPA so that it reflects new and emerging technologies. With the debt collection industry rapidly expanding and collectors pushing the boundaries of lawful behavior, both consumers and ethical debt collectors may be harmed in the absence of sensible reform.

To address the potential for deception and novel privacy concerns that new technologies present, the newly created CFPB should consider revising the FDCPA in three ways. First, the CFPB should clarify the definition of “communication” in order to provide necessary guidance regarding the need for disclosures. Second, the CFPB should require that debt collectors’ communications that rely on new technologies clearly and conspicuously present consumers with a workable disclosure, dispute process, and opt-out mechanism. Third, the CFPB should closely monitor the use of mobile technologies by debt collectors, in order to assess whether an express written consent requirement is warranted. These changes would strike a better balance between the need to ensure adequate consumer protection and the interest that the debt collection industry has in utilizing new technologies.