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INTRODUCTION

In the wake of the Bernard Madoff Ponzi scheme, the Securities and Exchange Commission (SEC) adjusted its rules to prevent future fraud.1 Despite blindsiding the SEC and many in the financial industry, the culprit was all too familiar: a bad adviser fleecing his trusting clients.2 The problem goes back millennia. In 1754 B.C., Hammurabi had already prescribed a way to circumvent bad financial actors. To protect the grain and precious metal stored in another’s house for safekeeping, the Code required a system of contracts and third-party verification.3 Law 122 read: “If a man wishes to give silver (or) gold or anything whatsoever to a man for safe custody, he shall show anything whatsoever that he gives to witnesses, he shall draw up a contract and (thus) give (them) for safe custody.”4 Now, nearly four thousand years later, hedge funds and regulators must revisit what is considered safe custody when they eschew transactions in grain or bonds for the cryptographic technology behind Bitcoin and other cryptocurrencies.

For traditional investment funds, the SEC has protections in place to assure investors that their accounts contain the assets their advisers say they contain.5 In securities parlance, this is known as the custody rule.6 The rule requires registered investment advisers with possession of their clients’ assets to implement controls to protect those assets from being “lost, misused,
misappropriated or subject to the advisers’ financial reverses.” Failure to do so is considered “a fraudulent, deceptive, or manipulative act.” The rule thus encourages registered investment advisers to hire a specialized, independent third party to maintain custody of their clients’ assets. Whether we think of the shifty Babylonian grain custodian or Madoff’s locked filing cabinet, the custody rule has commonsense appeal. We want an extra layer of protection between investor money and the adviser.

However, applying the custody rule to cryptocurrencies is difficult. New cryptocurrency-focused hedge funds deal in a fundamentally different kind of asset than funds holding grain futures, precious metals, or stocks. On top of fraudulent advisers, funds holding cryptocurrency face a host of novel challenges: a simple programming mistake can cause millions of dollars of client assets to vanish into the abyss, hackers can bring down entire exchanges, and new assets can form on top of existing assets. Although specialized qualified custodial services are emerging to cater to this market, they are few and far between and lack industry standards. As a result, if the SEC mechanically applies the custody rule to hedge funds investing in cryptocurrency, many will likely be in violation.

8. Id.
9. See Post-Madoff Reforms, supra note 1 (“Among other things, the new rules encourage registered investment advisers to place their clients’ assets in the custody of an independent firm, unlike Bernard Madoff did.”).
10. See Complaint at 5, SEC v. Madoff, No. 08 Civ. 10791 (S.D.N.Y. 2008) (“Madoff kept the financial statements for the firm under lock and key, and was ‘cryptic’ about the firm’s investment advisory business when discussing the business with other employees of BMIS”).
This Note will review why it is difficult to apply the current custody rule to cryptocurrency hedge funds, and how the rule can be modified to better fit the peculiarities of this new asset class. First, this Note looks at the present state of the rule and its general application to hedge funds. Second, it examines how cryptocurrency is “held” and the challenges this presents to hedge fund managers and their custodians. Third, it analyzes why the current rule does not meet these challenges. Finally, this Note presents an alternative mechanism that the SEC can adopt for applying the rule.

I. THE CUSTODY RULE: CURRENT FRAMEWORK

The SEC first began to regulate custodial practices in 1962, when it adopted Rule 206(4)-2 under the Investment Advisers Act of 1940 (“IAA” or “the Act”).16 This rule, which included adviser disclosure and surprise examinations, remained fundamentally unchanged until 2003,17 when the SEC amended the rule to introduce the concept of a qualified custodian.18 In 2010, following the Madoff scandal, the SEC again amended the rule to add additional controls.19

Under the IAA, an “investment adviser” is any person who advises others on the purchase or sale of securities in exchange for compensation.20 Although this definition is quite broad, there are important exemptions. For example, most hedge fund managers will fall under the definition of “investment adviser,” but may nevertheless be exempt from required SEC registration. Since the custody rule only applies to SEC-registered investment advisers (“registered advisers”), managers falling under one of the exemptions may be able to avoid the requirements of the custody role.

A. Basic Mechanics of the Custody Rule

Before jumping into the custody rule’s application to cryptocurrency, we must first understand the traditional mechanics of the rule. Once investment advisers are both registered and deemed to have custody of their clients’ assets, Rule 206(4)-2 provides four requirements: a qualified custodian, notice to clients, delivery of account statements, and surprise examinations.21

17. See id.
18. See id. at 2.
20. HAMMER, supra note 19, at 9.
1. Qualified Custodian

A registered investment adviser with custody of a client’s assets must hold those assets with a “qualified custodian” in either (a) separate accounts under each client’s name or (b) accounts in the adviser’s name that hold only the clients’ assets.22 Qualified custodians include banks, broker-dealer firms, futures commission merchants, and foreign financial institutions that customarily hold financial assets for their customers in segregated accounts.23

An adviser may hold client assets with more than one qualified custodian.24 However, the assets must be held in such a way that the custodian can provide account information to the clients.25 In 2003, the SEC stated that stock certificates kept in an adviser’s bank safety deposit box would not be considered held in “accounts” with the qualified custodian, and therefore would not satisfy the rule.26 This will be at issue when we look at the unique characteristics of how cryptocurrency is held.

2. Notice to Clients

Once a registered investment adviser with custody opens an account on the client’s behalf or makes changes to the custodial arrangement, they must promptly notify the client in writing. This notice must provide the qualified custodian’s name, address, and information about how the funds are being held.27 For hedge funds, discussed in more detail in Section B, limited partners who do not wish to receive these notices can elect an independent representative to act as an agent and receive the notices on their behalf.28

3. Delivery of Account Statements

The qualified custodian must deliver account statements directly to the client at least quarterly. These statements must list the balance of funds for each type of security in the account, as well as all transactions occurring during the period.29 In the case of hedge funds, the client would be any limited partner, member, or other beneficial owner of the fund.30 The Act requires that the adviser have a reasonable basis for belief, after due inquiry, that the custodian is sending the statements.31
4. **Surprise Examination**

Each adviser must ensure that an independent public accountant performs at least one surprise examination per year to verify their clients’ assets.\(^{32}\) The accountant must schedule the examination at a different time each year to maintain the “surprise.”\(^{33}\) Under the agreement with the adviser, the accountant must (1) file Form ADV-E with the SEC within 120 days of the examination; (2) notify the SEC within one business day of finding any material discrepancy during the exam; and (3) if the engagement is terminated, notify the SEC of the date and reason for the termination.\(^{34}\) Essentially, an independent accountant will make sure the assets that the adviser is telling its clients are there are actually there.

### B. Hedge Funds and the Custody Rule

Some hedge funds enjoy exceptions to both SEC registration and these custody rule requirements. The term “hedge fund” refers generally to a professionally managed pool of assets that employs a wide range of investment strategies.\(^{35}\) Most funds are structured as limited partnerships, with a fund manager serving as general partner and the investors acting as limited partners. The investors take a passive role while the investment manager determines strategy, manages risk, and makes investing decisions on behalf of the fund. The SEC and the Commodities and Futures Trading Commission are the primary federal agencies responsible for regulating both hedge funds and their managers. Whether the custody rule is applied to a certain hedge fund manager will depend on whether they are a registered investment adviser or fall under an exemption to the Act.

As discussed above, some hedge fund managers are exempt from SEC registration altogether. The most important exemption is for private fund advisers.\(^{36}\) Under Rule 203(m)-1, as long as a manager advises only private funds and their assets do not exceed $150 million, they will not be subject to the custody rule under the IAA.\(^{37}\) This exemption is important because many

---

\(^{32}\) See id. § 275.206(4)-2(a)(4).


\(^{34}\) 17 C.F.R. § 275.206(4)-2(a)(4)(i)–(iii).

\(^{35}\) HAMMER, supra note 19, at 1.

\(^{36}\) Id. at 14.

\(^{37}\) Private Fund Adviser Exemption, 17 C.F.R. § 275.203(m)-1. However, even when exempt from SEC regulation, they may nonetheless be subject to an analogue under state law. For an example of state-level regulation of cryptocurrency custody, see the New York “Bitlicense,” Virtual Currencies, N.Y. COMP. CODES R. & REGS., tit. 23, § 200.9 (2015), https://www.dfs.ny.gov/legal/regulations/adoptions/dfsp200t.pdf [https://perma.cc/KU46-WQ36] (“Each Licensee shall maintain a surety bond or trust account in United States dollars for the benefit of its customers in such form and amount as is acceptable to the superintendent for the protection of the Licensee’s customers. To the extent a Licensee maintains a trust account in accordance with this section,
cryptocurrency hedge funds launched in 2016 and 2017 had well under $150 million in assets under management. Their managers were therefore exempt from the custody rule. But with the explosion in the price of Bitcoin and other cryptocurrencies that began in the summer of 2017, along with continued investor interest, many of these funds held above $150 million in assets by 2018 or aspired to do so. The SEC will have to decide how to apply the custody rule to these newly emerged funds as they surpass $150 million.

In addition, even if the investment adviser is registered and has custody of client funds, the custody rule’s requirements are different for hedge funds. If the registered investment adviser advises a limited partnership and sends each of the fund’s clients audited annual financial statements within 120 days of each fiscal year, the adviser is not required to notify clients of the qualified custodian’s information, have the qualified custodian deliver quarterly account statements, or have their clients’ assets verified by a surprise examination. The accountant performing the audits must be independent from the adviser and registered with the Public Company Accounting Oversight Board (PCAOB), and the financial statements must be prepared in accordance with generally accepted accounting principles (GAAP). As long as the hedge fund’s accountant is able to comply with GAAP in their reporting, the fund’s manager will likely take advantage of the exemption. As most funds will comply with GAAP and fall under the exception, we end up with two hard rules: first, the hedge fund manager must maintain its clients’ assets with a qualified custodian; and second, the manager must arrange for a PCAOB-registered accountant to audit the fund’s assets every year.

Further complicating the application of the rule, there has been much debate as to whether cryptocurrency is a security at all. If a hedge fund does not engage in the “purchase or sale of securities,” its manager will be exempt from
regulation under the IAA. In addition, there is an argument that certain coins are not “client funds.”

When hedge funds are not investing in traditional securities, like stocks or bonds, but rather in cryptocurrency operating on a digital ledger, how do they comply with these rules? To answer this question, we must first look at how cryptocurrency is held and stored and how that differs from traditional securities. We will then look at challenges in applying the rule to this novel financial instrument.

II. CRYPTOCURRENCY AND CUSTODY

Unlike traditional financial assets, cryptocurrencies are not based on institutional trust. This difference is important in the custody context. With traditional assets, we believe that a central party—whether a bank, Paypal, or a grain storage facility—is maintaining a ledger that is properly recording the assets they hold and marking which of those assets belong to us. We do not expect to see the ledger—we trust that the institution has protections in place to prevent internal fraud and attacks from outsiders. Blockchain, the technology that underpins cryptocurrencies like Bitcoin, is based on a fundamentally different premise. This Part will first describe how cryptocurrency functions in general, and then zero in on private keys, which relate directly to the application of the custody rule.

A. The Nature of Cryptocurrency

Bitcoin, the most popular cryptocurrency by market cap, operates off of a ledger database that is fully available to the public—anyone can view any part of the ledger and the software used to protect it (but perhaps not edit). However, although everyone can see the amounts of coins being transacted on the ledger, the identity of who holds the coins is kept private. This underlying technology, known as blockchain, is therefore “like making everybody’s bank statements public online, but with the identity blacked out.” This is part of why blockchain is referred to as a “decentralized, open source,” peer-to-peer protocol.

Although Bitcoin is the most popular cryptocurrency, with a first-to-market advantage, there are hundreds of other cryptocurrency coins known as

---

45. The rule states “If you are an investment adviser . . . it is a fraudulent, deceptive, or manipulative act, practice or course of business . . . for you to have custody of client funds or securities unless . . .” 17 C.F.R. § 275.206(4)-2(a) (emphasis added).


47. Id. at 9.

“altcoins,” including Ethereum, Ripple, and Litecoin. They often vary the protocol and structure of Bitcoin, such as how the coins are generated, which programming language is used, or the number of coins issued. Nonetheless, an examination of what comprises each individual Bitcoin sheds light on the operation of other cryptocurrencies. And although this decentralized data structure can have many applications, for the purposes of hedge funds and the custody rule, we only need to examine how it is used to manage and “hold” cryptocurrency.

To “hold” one Bitcoin, you need (1) access to a blockchain, (2) a Bitcoin address, (3) the private key, and (4) some type of storage device, such as a Bitcoin wallet.

The blockchain is essentially the ledger. It uses an algorithm to record all cryptocurrency transactions and appends them as cryptographic “blocks” onto the existing ledger. Like pages in a book, each block of information adds new data to the list of transactions. The data in these blocks is then used to both prove current ownership and record transfer of ownership. This ledger is shared and updated simultaneously for each user, or “node.” While the grain merchant may be required to call in his witness in the event of a dispute, here a multitude of users all act as witnesses, free of individual influence.

Rather than posting the name of each owner on the ledger, the blockchain is made up of numbers, known as addresses. This is like the bank account number to which you can send funds. Each address is represented by a long string of letters and numbers resembling the following:

1Jc3MuGF3ALn12anPN3Xzqq13PP1e

---

49. “Cryptocurrencies” are often referred to as coins, tokens, or altcoins. Bitcoin and other cryptocurrencies used as a transfer of value are referred to as “coins.” Cryptocurrencies that are built on top of platforms, like Ethereum, do not themselves facilitate the transfer of value and are referred to as “tokens.” “Altcoins” refers generally to cryptocurrencies that are modifications of Bitcoin’s code, such as Litecoin. For the purposes of this paper, we will refer to all three as cryptocurrencies, unless the topic requires further specificity. See Altcoin, INVESTOPEDIA, https://www.investopedia.com/terms/a/altcoin.asp [https://perma.cc/7PAB-G8WQ].


52. Id. at 19.


54. See id. at 77.

55. In fact, there is an additional database called the “Unspent Transactions Outputs cache” that records available funds for each address. Imran Bashir, Mastering Blockchain 125 (2017); Franco, supra note 46, at 15. However, like much of the overview here, a more simplistic overview is sufficient for purposes of applying the custody rule.

56. See Drescher, supra note 53, at 29–32, 79.

57. Barski & Wilmer, supra note 51, at 10.
However, because this information is public, moving cryptocurrency from one account to another requires a private key.\textsuperscript{58} Like the address, the private key is also a string of letters and numbers, for example:

\begin{verbatim}
E9873D79C6D87DC0FB6A5778633389F4453213303DA61F20BD67FC233AA33262
\end{verbatim}

When a party wishes to transfer cryptocurrency from one address to another, the private key functions like a password and applies a digital signature to an address, “unlock[ing]” the cryptocurrency stored there.\textsuperscript{59} Only the private key can release cryptocurrency held at an address, and once the private key is lost, it is gone forever.\textsuperscript{60} If a private key is forgotten or lost, the cryptocurrency stored on the corresponding address will be irretrievable.

\textbf{B. How Private Keys are “Held”}

The indispensable nature of a private key highlights an important distinction. With traditional securities, we think of “holding” something—whether a stock certificate, a bearer’s bond, or a right to withdraw fiat currency from a bank—as a representation of a physical asset existing somewhere. With cryptocurrency, control of the private key and ability to use it to perform transactions on the blockchain is the entirety of possession.\textsuperscript{62} There are no coins in Bitcoin. Therefore, what separates a good custodian from a bad custodian will rest largely on how the collection of private keys and addresses is managed.

Most investors in cryptocurrency will store their collections of private keys and addresses in a “wallet.” The term refers to a variety of software tools that not only store private keys and addresses, but also perform tasks, such as generating addresses and making transactions.\textsuperscript{63} Essentially, the wallet software enables individuals to “be [their] own bank.”\textsuperscript{64} The obvious downside to this freedom is the need to take security precautions and choose from the wide array of storage options available. Such decisions usually require balancing convenience (time required to conduct a transaction) and security.

As a result, individual investors in cryptocurrency will often take advantage of the ease and simplicity of an online wallet program provided by one of the

\begin{itemize}
\item \textsuperscript{58} Id. at 11.
\item \textsuperscript{59} Private Key, BITCOIN WIKI, https://en.bitcoin.it/wiki/Private_key [https://perma.cc/ADU6-26XZ].
\item \textsuperscript{60} BARSKI & WILMER, supra note 51, at 11.
\item \textsuperscript{61} RICHARD CAETANO, LEARNING BITCOIN 16 (2015) (“It is not possible to recover lost private keys.”).
\item \textsuperscript{62} Bitcoin Hedge Fund FAQs, HEDGE FUND LAW BLOG (May 19, 2017), http://hedgefundlawblog.com/bitcoin-hedge-fund-faqs.html [https://perma.cc/EKV8-76LK] (“[T]he investment management industry is used to a certain definition of custody (holding something) that may not fit within the digital asset space, where control and the ability to utilize an asset is really more of the applicable context.”).
\item \textsuperscript{63} BARSKI & WILMER, supra note 51, at 12.
\item \textsuperscript{64} Id. at 33.
\end{itemize}
major cryptocurrency exchanges.65 These online hosted “wallet services” work much like a traditional online trading account.66 The service manages the addresses and keys and security measures, and the user can transfer and receive funds without any understating of the underlying technology.67 Other users manage their own digital wallets and store their keys either online or on their hard drive.68

Hot storage refers to any storage method where the private keys are stored on a device connected to the internet. In contrast, “cold storage” refers to when the private keys are inaccessible via the internet.69 An example of cold storage would be generating the private keys on an offline computer, transferring them (without saving to the computer) to a physical sheet of paper, and then storing those papers in a safe. Although cold storage is safe from malicious hackers, it is vulnerable to the traditional threats of physical theft, fire, and loss of human memory. In addition, paper held in a safe seems counter to the notion of digital money. Ironically, secure storage of a digital asset can often rely on old-fashioned, low-tech methods.

To increase the security of the private keys, holders of large amounts of cryptocurrency can take additional measures, such as offline transaction signing and the use of multiple keys. Offline transaction signing creates an “air gap,” a secure computer network physically isolated from any unsecure network.70 Rather than uploading each key from cold storage when it is time to make a transaction, offline transaction signing allows the custodian to move the “digital signature” process offline. Once a transaction is initiated online (buy or sell, for example), the unsigned transaction is then moved to an offline computer containing the private keys.71 That offline computer will then perform the signature, which can be copied and uploaded back onto the unsecured online network.

The use of multiple keys adds security to crypto transactions by dividing the keys necessary to authorize transactions.72 This allows some keys to be lost without losing control of the coins.73 By requiring multiple custodian employees

66. Id.
67. See BARSKI & WILMER, supra note 51, at 36.
68. Id. at 33.
69. Id. at 33.
71. BARSKI & WILMER, supra note 51, at 141.
72. See FRANCO, supra note 46, at 136.
73. See Id.
to authorize a single transaction, the use of multiple keys can also minimize the risk posed by bad internal actors.\textsuperscript{74} Thus, multiple keys allow holders to avoid leaving the power for malfeasance in one individual. For example, a multiple-signature address could create five private keys that are all necessary to unlock one address. The qualified custodian could then distribute these keys to designated employees, giving the fifth key to a director. Similarly, a custodian could achieve the same effect by “fragmenting” the private keys. In this approach, the private key is split into multiple pieces, with a certain number of pieces required to come together to authorize a transaction. For example, the key could be split into three fragments with two necessary to perform a transaction, or a “2 of 3” private key.

The use of private keys is illustrated by the Winklevoss Bitcoin Trust exchange-traded fund\textsuperscript{75} registration statement filed with the SEC in 2016.\textsuperscript{76} The fund planned to use the Gemini Trust Company, LLC, as a custodian implementing a “Cold Storage System.”\textsuperscript{77} The fund would issue shares tracking the price of bitcoin on the Winklevosses’ Gemini Exchange.\textsuperscript{78} The fund’s management of the private keys listed the following features (emphasis added):

\textit{Private Key Management.} The Custodian generates, stores and manages the \textbf{private keys} that control the Trust’s bitcoin. . . . The Cold Storage System only uses HSMs . . . used by the Custodian to \textit{digitally sign} (i.e., authenticate) any transfer of the Trust’s bitcoin. The Custodian’s Cold Storage System utilizes \textbf{multiple-signature} (“Multisig”) technology with a \textbf{2-of-3} signing design that requires a signature from at least two (2) of three (3) potential Signers in order to move the Trust’s bitcoin.\textsuperscript{79}

From this language, we can see that “holding” cryptocurrency safely requires some technical sophistication and that digital assets have fundamentally different properties than traditional asset classes.

\textsuperscript{74} CAETANO, supra note 61, at 17.
\textsuperscript{75} An exchange traded fund, or ETF, would allow individuals to invest in cryptocurrency without owning the coin directly. Instead, they would own shares in the entity that hold the coins.
\textsuperscript{77} See WINKEVOSS BITCOIN TRUST, supra note 48.
\textsuperscript{79} WINKEVOSS BITCOIN TRUST, supra note 48 (emphasis added).
III.
CHALLENGES IN APPLYING THE CUSTODY RULE

The unique way that cryptocurrency is held and stored affects the ability of fund managers to comply with the rule. Several of these problems stem from the qualified custodian requirement. First, there is a lack of qualified custodians with experience in cryptocurrency. Second, even if the custodian has developed services in this area, different coins require different storage, and the custodian may not be able to hold every asset a manager wishes to invest in. Finally, a custodian who does accept a fund’s cryptocurrency faces additional challenges from forks, airdrops, and liquidity.

A. Challenges with Qualified Custodians

1. Lack of Qualified Custodians

One of the primary problems for fund managers is the lack of qualified custodians and best practices for this asset class. Although there is a developed and sophisticated network of banks, broker dealers, and other entities that offer qualified custodian services, as of yet, few of these traditional custodians accept cryptocurrency.80 The companies that do accept it often employ varying, complex storage methods. For example, Kingdom Trust, a non-depository trust company regulated by the South Dakota Division of Banking, can act as a qualified custodian under 206(4)-2 by both providing safe custody of cryptocurrency and reporting on the assets it holds. It holds cryptocurrency in a secure facility employing a cold storage method with multi-verification and multi-signature procedures.81 Xapo is another example. Although it is not a qualified custodian, Xapo stores Bitcoin using three underground vaults located on three different continents.82 In Switzerland, Xapo maintains a decommissioned Swiss military bunker, dug into the side of a mountain.83 Coinbase Custody launched in 2018 and offers cold storage, auditing and

80. Although there are frequent news stories about large custodians developing cryptocurrency products, as of writing, none of the largest hedge fund custodians act as qualified custodians for cryptocurrency assets. Neer Varshney, Coinbase’s Cryptocurrency Custodial Service is Open for Business, HARD FORK (July 2, 2018), https://thenextweb.com/hardfork/2018/07/02/coinbases-cryptocurrency-custody [https://perma.cc/T7RL-QRHC] (“There has been a lack of reliable custodian services for cryptocurrencies all across the globe due to uncertainty in the regulations.”).


reporting, and “geographically distributed” offline keys.  

Brian Armstrong, Coinbase’s CEO claims the service holds more than $500 million in assets.  

The lengths these third-party companies are taking to securely store digital assets sound like promising avenues for fulfilling the “[s]afeguarding” requirement of the custody rule. They address both the old enemies, fraud and reverses, and the new, technical failures and malicious cyber actors. There are other companies currently developing qualified custodian services. However, even if more qualified custodians enter the space, there will still be challenges in complying with the rule.

2. Different Coins Require Different Storage

In addition to the limited number of qualified custodians, the custodians that do exist often limit the types of coins they accept. At the time of writing, Xapo only handles Bitcoin. Most hedge funds, however, typically hold a variety of coins, from coins with high market caps and wide acceptance, like Ethereum and Litecoin, to coins that have not yet been released. Each of these coins may have technical particularities that require modifications to the operation of the qualified custodian. Olaf Carlson-Wee, founder of the cryptocurrency hedge fund Polychain Capital, explains that this challenge is “a complete disaster from a user experience perspective.” It essentially becomes a:

[S]even-hour process of signing up on exchanges, purchasing bitcoin, registering your identity, registering bank accounts, actually getting your bitcoin, transferring your bitcoin, waiting for however long it takes for confirmation, then trading on a crypto-to-crypto order book, and

---


88. See Learning About Xapo – General: Does Xapo Support Other Cryptocurrencies Besides Bitcoin?, XAPO, https://support.xapo.com/learning/about-xapo/general/does-xapo-support-other-cryptocurrencies-besides-bitcoin [https://perma.cc/K6SE-4GS5] (“While you have access to any currency across the entire world with your Xapo account, the only cryptocurrency you can use and store is bitcoin (BTC”).

then having to pull all those off the exchanges if you want to be secure.

After that, one might need to download “wallet software for 10 different cryptocurrencies and syncing with those blockchains.”

Monero, a privacy-focused coin, illustrates why handling multiple coins can be challenging. Like Bitcoin, Monero uses a ledger to record transactions. However, to achieve superior privacy, it also uses a tool called “ring signatures” to mix the address of a transacting party with other addresses, making it more difficult to determine which address in the group produced the signature. To achieve this design, Monero uses a different codebase than Bitcoin and its derivatives. As a result, multisignature signing for Monero is not yet supported. Because the code base is frequently updated by the developers, keeping abreast of the changes requires maintenance. For coins without widespread adoption, it may not be worthwhile for even technologically savvy custodians to commit the manpower to hold these assets. Fund managers would thus be put in the difficult position of holding some assets with a qualified custodian while managing others in ways that violate the custody rule.

Some custodians might simply charge more. Coinbase Custody, which intends to offer support for most major cryptocurrencies, plans to charge a startup fee of $100,000 along with a monthly fee based on assets. For a smaller fund, this could be significantly higher than a typical fee of five to ten basis points on the assets under management. These fees are indirectly billed to investors as a
fund expense. For funds like Carlson-Wee’s Polychain, which has expertise in handling numerous digital assets, managers as well as investors may be interested in avoiding the expense and likely limitations of a qualified custodian.

3. Forks and Airdrops

Sometimes owners of cryptocurrency can gain rights to different coins for free, with or without any action on their part, which presents qualified custodians with additional, unforeseen challenges. The two ways this happens are through “hard forks” and “airdrops.” A hard fork occurs when incompatible sets of rules governing the ledger emerge. As a result, the ledger splits into two different chains, like a path separating at a fork. These forks can be created intentionally, resulting in a “coin split,” in which all holders of a certain amount of the original blockchain can claim new coins on the newly created chain. This process has created Litecoin, Bitcoin Cash, and Bitcoin Gold. Similarly, an “airdrop” occurs when the holder of a designated amount of cryptocurrency at a particular time is rewarded with free coins in another currency. But rather than creating a fork in the blockchain, an entity initiates an airdrop by taking a “snapshot” of a particular ledger and sending the new currency to each address on the ledger that meets a certain holding threshold. Airdrops are a tool for the creator of a new coin to create publicity, whether to inflate the coin’s value, bring awareness, or achieve wider adoption.

For qualified custodians holding the fund manager’s digital assets, these giveaways present potential problems. To begin with, the newly awarded coins do not always show up in the wallet software. Instead, the recipient often must take extra steps before they can have access to the private keys. After a hard fork of Bitcoin created Bitcoin Cash on August 1, 2017, Coinbase did not support the newly minted currency until January 1, 2018. Those who held Bitcoin at the time of the fork and maintained their assets with Coinbase’s online wallet were not able to withdraw—or even to see—their Bitcoin Cash balance until January.
During that time, BitcoinCash experienced extreme fluctuations in value, ranging from $200 to $4,000 per coin.\textsuperscript{105}

This illustrates another uncertainty. In the event of a hard fork or airdrop, could a fund manager compel the independent custodian to update their system to support and distribute the newly created coin? Qualified custodians should have legitimate concerns in adopting new coins because they must consider the safeguards of the storage system.\textsuperscript{106} Coinbase, for example, was concerned about the security and feasibility of BitcoinCash when it was first released.\textsuperscript{107} Similarly, the exchange Poloniex initially held off on committing to support Bitcoin Gold, stating in a press release that “we cannot be certain about the security and stability of the software, nor the state or health of the network prior to launch.”\textsuperscript{108} This makes the applicability of the custody rule even more important. For a manager of a smaller fund not subject to the custody rule, the solution is simple: retake control of the asset prior to the fork or airdrop, and then return it after, only without the unsupported asset. Funds that exceed $150 million in assets would not have this flexibility. Thus, funds nearing the $150 million threshold at the time of an airdrop or fork might be incentivized not to cross that threshold until the new asset is delivered.

This odd incentive would also implicate issues of valuation. Though valuation may be less problematic here than in the case of exchange-traded funds (ETFs), which must reach a net asset value on each business day,\textsuperscript{109} hedge funds must also calculate net asset value to assess investor returns and incentive fees.\textsuperscript{110} In deciding whether or not to accept a new digital asset, the fund manager may

\textsuperscript{105}\textsuperscript{106}\textsuperscript{107}\textsuperscript{108}\textsuperscript{109}\textsuperscript{110}
have a conflict of interest balancing the security of the fund with the desire to meet certain high-water marks and hurdle rates. With traditional asset classes, fund managers already have an incentive to massage results through discretionary valuation of assets at the end of an accounting period. Here, a qualified custodian may alleviate this concern: the custodian would have less incentive than a fund manager to take control of new assets before their security or viability could be verified.

Apart from the issue of whether or not to adopt a token arising from an airdrop or fork, the custodian and hedge fund manager may disagree on whether the new token is a fraudulent offering, which could violate securities laws. In 1999, the SEC acted against “free stock” offerings, in which companies sought promotion by giving away free stock through their websites. Because future SEC actions could similarly target the companies involved in airdrops, a qualified custodian would be hesitant to hold these potentially fraudulent assets. If the fund manager disagreed with the qualified custodian’s risk assessment, they would once again be left choosing between violating the custody rule and forgoing holding the asset.

4. Liquidity—Security vs. Convenience

The need for security also creates problems with liquidity and timing. The time a custodian takes to move cryptocurrency in and out of storage has a direct bearing on a hedge fund’s liquidity. Unlike mutual funds and open-ended ETFs, hedge funds often restrict the limited partner’s ability to withdraw funds through notice periods, “lock-up” periods, and “gates,” which regulate the amount of liquidity needed at any one time. Therefore, these measures alleviate many of the concerns raised by the SEC with regard to ETFs’ ability to meet daily redemptions and the requirements of the new liquidity rule. The issue facing hedge funds will be whether the qualified custodian can release digital assets quickly enough to satisfy the fund manager’s trading needs. Xapo advertises a lengthy 48-hour transfer window to bring digital assets from its vault to a third-

111. DONALD R. CHAMBERS ET AL., ALTERNATIVE INVESTMENTS: CAIA LEVEL 1 399 (3d ed. 2015); Vikas Agarwal, Naveen D. Daniel & Narayan Y. Naik, Role of Managerial Incentives and Discretion in Hedge Fund Performance, 64 J. OF FIN. 2221 (2009).
113. See id. (“In each of the four cases, the investors were required to sign up with the issuers’ web sites and disclose valuable personal information in order to obtain shares. . . . Through these techniques, issuers received value by spawning a fledgling public market for their shares, increasing their business, creating publicity, increasing traffic to their websites, and, in two cases, generating possible interest in projected public offerings.”).
115. See Staff Letter, supra note 109.
party wallet. If fund managers are forced to comply with the custody rule, they may have difficulty executing certain trading strategies or acting in times of heavy volatility. For example, if the fund is relying on a prime broker that is not also a qualified custodian, it may have difficulty meeting margin calls within the required timeframe.

Secondly, even though hedge funds have discretionary liquidity restrictions, such as side pockets and gates, fund managers may struggle with liquidity restrictions in periods of mass sell-offs. This highlights a problem with the current custody rule. In the event of a market crash, more nimble funds holding their own keys would be able to exit the market, further lowering the market. Meanwhile, non-exempt funds in excess of $150 million would be left holding the bag as their qualified custodians worked to retrieve their keys from the vault. Foreseeing this illiquidity, prime brokers may be less willing to extend long-term credit.

B. Applicability of The Custody Rule to Particular Assets

To further complicate the application of the custody rule to cryptocurrency hedge funds, there are valid arguments that the rule should not apply to certain types of digital assets. As mentioned previously, under the rule, custody means “holding, directly or indirectly, client funds or securities, or having any authority to obtain possession of them.” Given the unusual characteristics of cryptocurrency as an asset, there are not yet definitive rules for determining whether certain tokens are (1) securities, (2) client funds, or (3) exempt from the custody rule under the private placement exemption, which is discussed in further detail below. Therefore, until clear rules are established, savvy legal counsel can draw on each of these points to argue that certain tokens should not be subject to the rule.

1. Is the Token Asset a Security?

One of the central questions surrounding cryptocurrency regulation is whether the token asset is a security. The SEC has weighed in several times on
whether a particular initial coin offering (ICO) is a security. In a July 2017 investigative report, the SEC reviewed the “DAO,” a “decentralized” group selling a token to the public in order to raise funds for projects. The SEC applied the test for investment contracts from Securities and Exchange Commission v. W. J. Howey Co. (the “Howey test”) and determined that the tokens were in fact securities. Under the Howey test, an investment contract is any (1) investment of money, (2) into a common enterprise, (3) with the expectation of profits, solely from the efforts of the promoter or a third party.

But others have disagreed with this conclusion. In December 2016, the New York firm Debevoise & Plimpton wrote a memo explaining why a token was not an investment contract under the Howey test. The memo, later popularized by Coinbase, stated that if a token had certain characteristics, it could be more like a franchise or license agreement than an investment contract. In a December 2017 public statement, SEC chairman Jay Clayton warned that “just as the SEC has a sharp focus on how U.S. dollar, euro and Japanese yen transactions affect our securities markets, we have the same interests and responsibilities with respect to cryptocurrencies.” This includes market participants who “set up structures to invest in or hold cryptocurrency.” It is not yet clear whether the SEC will take a granular approach towards differentiating “app tokens” with a use beyond currency from tokens that function more like commodity funds, such as Bitcoin. For now, fund lawyers can continue to argue that certain tokens are not securities and therefore fall outside of the custody rule.

2. Are the Tokens “Client Funds?”

Even if a fund manager’s tokens are not securities, the manager will also have to argue that they are not “client funds” to avoid application of the rule.

---
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128. As mentioned previously, custody is defined as “holding, directly or indirectly, client funds or securities, or having any authority to obtain possession of them.” Advisers Act Rule, 17 C.F.R. § 275.206(4)-2(d)(2) (2019) (emphasis added).
“Client funds” is not defined in 206(4)-2, but can be logically understood to mean fiat currency. In Form ADV, Item 9 asks whether there is custody over (1) “cash or bank accounts” or (2) “securities.” Still, it is unclear whether widely used tokens, such as Bitcoin, Ripple, or Ethereum, are “cash.”

There is good reason for including fiat currency in the custody rule. If a fund manager were to store bricks of client cash under their mattress, it would certainly raise all of the concerns that prompted the original adoption of the rule, such as loss, misuse, and misappropriation. Similarly, if a cryptocurrency fund manager were to keep their client’s Bitcoin private keys in a safe in their home, those same concerns would likely arise. The introduction of cryptocurrency debit cards, Bitcoin ATMs, and payment options at large vendors suggests that cryptocurrency can function much like fiat currency. Still, cryptocurrencies are functionally different from any other fiat currency in the world. They are not regulated by a central authority, they rely on a computer network, and they have not yet reached general acceptance. As discussed above, a sophisticated cryptocurrency fund manager handling their own private keys may have a significant operational advantage over a fund bound by the custody rule. Outside of the benefits of not having to comply with the rule, on the other hand, a fund manager dealing in traditional securities would have no operational advantage in taking custody of their client’s fiat currency, as there is a system of banks and qualified custodians that are better placed to handle currency.

Even if the SEC determines that cryptocurrencies constitute neither client funds nor securities, fund managers without a qualified custodian would still fall afoul of the rule. If an investor requests a redemption, the fund manager may have to convert the client’s funds from cryptocurrency to fiat on an exchange. As soon as that transaction occurs, the fund manager could be considered to have “access to client funds” for purposes of the rule. Funds could avoid this by having investors invest and take redemptions in only cryptocurrency. Such a policy would be impracticable for many investors and would require modification of


132. See Paying With Bitcoin, EXPEDIA.COM, https://www.expedia.com/Checkout/BitcoinTermsAndConditions [https://perma.cc/72PZ-B3K6] (“Our acceptance of Bitcoin is powered by our partner, Coinbase. We do not guarantee and are not responsible for the availability of Coinbase’s services.”).
Form D and many other registration documents that denominate minimum investment and offering amounts in US dollars.133

3. Do the Tokens Fall Under the Private Placement Exemption?

If a token is a security, it can still be exempt from the qualified custodian requirement if it falls under the private placement exemption. This exemption applies to privately offered uncertificated securities.134 To qualify, the token must be (1) acquired from the issuers, (2) uncertificated, with ownership recorded only on the books of the issuer or the transfer agent, and (3) transferable only with the consent of the issuer or holders of the outstanding token.135 It is unclear whether the exemption should apply to many tokens purchased in pre-ICOs—token sales directed to investors at a discount before the official ICO occurs.

To understand whether pre-ICOs should fit within the exemption, we can look to the Simple Agreement for Future Tokens (“SAFT”). The SAFT is a standard agreement promising to deliver future tokens, modeled after an agreement used by startups entering angel and seed-round investments.136 In the SAFT and accompanying offering memorandum for Filecoin, for example, the agreement had a disclaimer explaining to the buyer that they were receiving an uncertified financial instrument private offering.137 In addition, the tokens delivered were subject to a “use restriction” under which the investor could not sell, transfer, or exchange the tokens prior to vesting.138 At face value, it would seem a pre-ICO sold under a SAFT and accompanying offering memorandum
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would meet the criteria of the private placement exemption and therefore would not require a qualified custodian. This would be attractive to fund managers who invest in a diverse range of pre-ICOs and would otherwise struggle finding custodians able to accommodate these yet-to-be-released tokens. However, other difficulties would arise, such as the applicability of a mandatory “holding period” under Rule 144.139

IV. INTRODUCING AN ALTERNATIVE MECHANISM FOR COMPLIANCE WITH RULE 206(4)-2

In light of the complications of applying the current custody rule to cryptocurrencies, the SEC has three possible options. First, it could institute a period of no action while the market for specialized qualified custodians develops. Funds would continue operating without fear of immediate censure in the hope that a mature and sophisticated set of qualified custodians would develop. Second, a more aggressive SEC could take enforcement action immediately and fine fund managers that are not complying with the rule. But in the absence of fraud or tangible harm to investors, wide-reaching fines and cease-and-desist orders may be hard to justify. Solving the fundamental inconsistency between the rule and practice requires a more comprehensive regulatory response. The third option is to issue a no-action letter that specifically sets out new requirements for the custody rule for investment advisers managing cryptocurrency hedge funds. This is the best choice. The rule should be adjusted to allow fund managers to maintain their client’s digital assets on exchanges and in their own custody, provided certain policies and procedures are met. These requirements can follow the spirit of the custody rule by mitigating the sorts of abuses the rule originally set out to prevent: investor funds being “lost, misused, misappropriated or subject to the advisers’ financial reverses.”140 Where the rule cannot protect investors, the SEC should encourage the use of insurance to mitigate losses. This Part explores both the regulatory basis and rationale for changing the rule and what those modifications should entail.

A. Regulatory Basis and Rationale for Modifying the Rule

To argue for a change in the rule, we must first look at how cryptocurrency hedge funds fall into the SEC’s regulatory goals. Creating a special set of custody

---

139. Rule 144 is an SEC regulation that provides an exemption from registration for the sale of a security if certain conditions are met. One of those conditions set under 144(b)(1)(ii) and (d)(1)(ii) is a one-year holding period for securities issued by a non-reporting company, which includes the majority of ICOs. See 17 C.F.R. § 230.144 (“Persons deemed not to be engaged in a distribution and therefore not underwriters”); Rule 144: Selling Restricted and Control Securities, U.S. SEC. & EXCH. COMM’N, (Jan. 16, 2013), https://www.sec.gov/reportspubs/investor-publications/investorpubsrule144htm.html [https://perma.cc/TV563-PRXF].

rules for digital assets would necessarily discriminate between funds with traditional assets and funds with digital assets. But doing so is in line with the SEC’s regulatory goals and prior actions.

The SEC’s long-running mission has three prongs: (1) protect investors; (2) maintain fair, orderly, and efficient markets; and (3) facilitate capital formation.141 Under the leadership of Chairman Jay Clayton, the SEC has focused this mission on the protection of “[m]ain [s]treet” investors.142 To determine whether the three prongs are being met, the Commission has indicated that it will look to the “long-term interests of Mr. and Ms. 401(k).”143 Reflecting this focus, SEC enforcement actions have concentrated on fraudulent initial coin offerings and other schemes preying on the enthusiasm of retail investors.144 For hedge funds, the recent focus has been on retail-investor facing funds, namely cryptocurrency-linked ETFs, as demonstrated by a January 2018 staff letter on cryptocurrency-related fund innovation.145

In terms of investor protection, hedge fund investors may not demand the same protections as main street investors. For one, investors in hedge funds are wealthier than the average individual. Most fund investors will be “accredited investors,”146 which means they have income in excess of $200,000 per year ($300,000 if filing jointly) or a net worth over $1,000,000.147 Unlike main street investors, investors in hedge funds bring an understanding of options, leveraging, and the financial tools and risks that come along with them. Even when they do not understand the risk, they likely have the assets to recover from complete loss. Six months after Tim Draper lost forty thousand Bitcoins he held on the Mt. Gox exchange, he purchased nearly thirty thousand more from a US

144. See Testimony on “Virtual Currencies: The Oversight Role of the U.S. Securities and Exchange Commission and the U.S. Commodity Futures Trading Commission”: Hearing Before the S. Comm. on Banking, Hous., & Urban Affairs, 115th Cong. (Feb. 6, 2018) (statement Jay Clayton, Chairman, U.S. Sec. & Exch. Comm’n) (“Cryptocurrencies, ICOs and related products and technologies have captured the popular imagination – and billions of hard-earned dollars – of American investors from all walks of life. In dealing with these issues, my key consideration – as it is for all issues that come before the Commission – is to serve the long-term interests of our Main Street investors.”).
145. See Staff Letter, supra note 109 (“As you know, the U.S. investment fund market is one of the most robust, varied and successful markets for investment products in the world. Its success can be attributed, in significant part, to the commitment of fund sponsors to responsible innovation and continuous improvement of the products they offer. This commitment is especially important because many of America’s Main Street investors rely on registered funds to help them build toward education, retirement and other important goals.”).
146. See HAMMER, supra note 19, at 104.
Marshals’ Service auction of confiscated Silk Road assets. Though not a hedge fund investor, Tim Draper exemplifies a certain appetite for risk in emerging technologies that we may not want to discourage.

As a counterpoint, although hedge funds were traditionally the target of wealthy individuals, institutional investors now make up more than 60 percent of hedge fund assets. These institutions include pension funds, endowments, and other groups where the underlying assets reach retail investors’ savings. In addition, even if Bernard Madoff and other pre-Dodd-Frank scandals are in the rearview mirror as far as hedge fund investors are concerned, the securities rules should not adjust to the often-myopic mood of the hour. The idea of allowing investment advisers to manage their own funds “under the radar and outside the vision of regulators” is as unappealing today as it was before Dodd-Frank and Bitcoin.

On the other hand, by not modifying the rule, the SEC would be inhibiting capital formation in a promising industry, contrary to its third goal of facilitating capital formation. In Chairman Clayton’s remarks at the Economic Club of New York in July 2017, he noted that in times of technological change, the SEC must “strive to ensure that our rules and operations reflect the realities of our capital markets.” In order to facilitate capital formation (prong three), it is necessary to adjust the typical investor protections.

This has happened before. In the past, the SEC has allowed modifications to the custody rule when the circumstances were compelling and protections were adequate. For example, in 2007, the SEC modified the custody rule for
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investment advisers. In requesting the change, the Investment Adviser Association pointed out that third parties, like the IRS and class action fund administrators, were mistakenly sending funds to the client’s investment advisers instead of to the clients directly. The custody rule at the time required the advisers to return the funds to the sender within three business days. The Association successfully argued that this rule would cause unnecessary delays to clients and increase the risk of loss. It feared that third parties did not have the “established procedures to properly safeguard client assets.” Instead, the Association argued, advisers should be allowed to directly send these funds to their clients or their qualified custodian as long as they maintained certain policies and procedures. The SEC was persuaded, noting the Association’s assertion that reverting funds to third parties “may work to the detriment of their clients’ interest and ‘create more problems than it solves.’” To maintain client safeguards in absence of enforcement, the SEC noted that it expected advisers to meet several conditions, including promptly identifying clients assets they received, forwarding the funds within no more than five days, and maintaining records of all receipts.

The SEC has also granted exceptions to custody requirements in other contexts—such as under the Investment Company Act (ICA)—when there were sufficient safeguards in place. Like the IAA custody rule, Section 17(f) of the ICA requires that funds hold securities only with qualified custodians—typically banks or members of national securities exchanges. When several precious metal custodians exited the market in 2016 due to increased risks and costs, one fund requested that the SEC allow them to keep their precious metal with a non-qualified custodian. The fund argued that, although the Depository Trust Company of Delaware did not meet the definition of a qualified custodian under 17(f), it was “at least as secure and competent as the same services available through any entity that would qualify under Section 17(f).”
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company was a licensed depository for gold and silver, had advanced internal control procedures, underwent a third-party audit by a PCAOB-registered auditor, and possessed a $2 million cybersecurity liability insurance policy. The SEC agreed to refrain from enforcement action as long as a majority of the fund’s board agreed that keeping custody with the company was in the best interest of the fund and its members. This included agreement that the precious metals would be subject to “reasonable care” and that the company’s custody was “at least equal in nature and quality to the services that could be provided by bank custodians . . . after consideration of all of the relevant factors.”

The SEC has also provided an exception to the 17(f) custody rule for funds holding cash or securities with the Chicago Mercantile Exchange or other clearing members while they cleared swaps. After Dodd-Frank, the CFTC was charged with making new rules for the centralized trading of swaps. While the custody issue was in flux during the rule-making process, the SEC issued a temporary no-action letter, finding “it was appropriate to flexibly apply the custody requirements” as the CFTC actively worked to improve protections for customer assets. Once a framework for centralized swap clearing was worked out, the SEC made the no-action letter permanent. However, the no-action was contingent on each clearing member following certain policies and procedures that brought the Exchange in line with the requirements of 17(f).
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Although most cryptocurrency hedge funds will be exempt from the Investment Company Act and not subject to rule 17(f), the above examples show that the SEC has modified custody requirements for funds when (1) an inefficiency presents a clear and compelling rationale for doing so, and (2) the alternative provides protections that are at least as adequate as the qualified custodians under the original rule. The challenges in applying the current custody rule present a compelling case for modification. A difficult question is whether the current exchanges can provide adequate protections to satisfy concerns about investor protection.

B. Modifying the Rule

Unlike the funds in previous no-action letters, hedge funds do not have a viable qualified custodian option for their cryptocurrency assets. Therefore, there may be a low bar if we are merely looking for a modification that is “at least as secure and competent as the same services available” through the existing custodians. In addition, forcing funds to meet the current custody rule “may work to the detriment of their clients’ interest and ‘create more problems than it solves.’” The more challenging question the SEC and investors should be asking is whether it is “appropriate to flexibly apply the custody requirements” when there have been several instances of security breaches and ensuing losses on digital currency exchanges. But I argue that the best option is for the SEC to issue a no-action letter allowing hedge funds to hold possession of their digital assets with themselves or on an exchange as long as certain policies and procedures are met. These would include (1) the fund hiring an independent, third-party administrator; (2) requiring the administrator to receive direct pricing from the exchange; (3) quarterly audits; (4) mandatory policy on custody and security; (5) adequate disclosure of risk; (6) mandatory best interest determination; and (7) encouraging the use of insurance. Although these procedures cannot eliminate all of the security risks digital currency exchanges present, they provide reasonable safeguards under which the industry can develop.

174. “Company Act section 3(c)(1) excludes any pooled investment vehicle from the definition of ‘investment company’ if it does not have more than 100 beneficial owners of its outstanding securities (‘the 100-Owner Limit’) and does not make or propose to make a public offering of its securities.” HAMMER, supra note 19, at 70; see also 15 U.S.C. § 80a-3(c)(1).


1. **Independent, Third-Party Administrators**

First, many protections offered by a qualified custodian can be replicated by requiring the fund to hire an independent, third-party administrator to handle clients’ fiat currency, record keeping, and selection of auditors. Without holding the private keys, a third-party administrator could still add protections for investors by holding the fund’s fiat currency and by maintaining reporting and disclosure records. For example, clients could direct their investments in fiat currency directly to a bank account under the control of the administrator. The fund manager would have no ability to withdraw funds from this account. The administrator would then take responsibility for directing the fiat currency to third parties, such as exchanges or parties to private negotiations. Since fiat currency does not present the same problems as digital assets, there is no reason to extend an exemption to custody for it.

In addition, the fund administrator would keep records on the fund’s assets. These records would then be used to provide reports to investors and to calculate the fund’s net asset value. If the fund manager involves any brokers or third-party traders in their transactions, the administrator must take responsibility for reconciling the accounts.

2. **Direct Pricing from the Exchange**

Second, the custody rule requires the fund to deliver account statements to customers to deter general partners from reaching into the cookie jar and taking improper payments.178 To replicate the value of independent statements, the third-party administrator could be required to receive direct pricing from the exchange. To maintain records of the fund’s trading activity, the administrator would not be permitted to rely solely on self-reporting by the fund. Cryptocurrencies do not have a standard pricing and the price of any coin can differ from exchange to exchange.179 As such, there is room for manipulation in reporting. The third-party administrator should develop a methodology that looks to either the application programming interface (API)180 of a particular exchange or an averaged blend of data from different APIs. Navigating APIs requires the administrator to employ technical knowledge. However, unlike
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180. APIs, or application programming interfaces, are sets of protocols and standards that applications use to communicate with other applications. Several exchanges provide free APIs that can be used to gather real-time and historical market data with time stamps. See, e.g., BITTREX, https://bittrex.com/home/api [https://perma.cc/B3A8-PAZA]; COINBASE, https://developers.coinbase.com [https://perma.cc/2AY3-Z4CT]; GDAX, https://docs.gdax.com/#pagination [https://perma.cc/DEL9-BKK2].
storing cryptocurrency, the use of APIs is standardized and widely understood. Just as qualified custodians for traditional assets can identify the authenticity of financial statements, third-party administrators could use APIs as a tool to achieve accurate reporting without the threat of manipulation by the fund managers.

3. Quarterly Audit

Third, like the surprise examination, a quarterly audit would help make sure that the assets that the adviser is telling its clients are there are actually there. Increasing the frequency of audits from annually to quarterly would extend protections to investors by decreasing an ill-intentioned fund manager’s window of opportunity for fleecing their clients. Rather than extending a fraudulent scheme for years, as in the case of Bernard Madoff, a quarterly audit would detect misallocation or misappropriation of cryptocurrency and flag the issue for gatekeepers and regulators. While the procedures for storing cryptocurrencies are plagued with technological difficulties and malicious actors, accounting firms are fully capable of auditing digital assets. The only barrier to competency is whether accounting firms are willing to commit resources to learning the field. Many firms have already heeded the SEC’s Chief Accountant’s 2017 call for “lighting a lamp” to see how cryptocurrency affects financial reporting and have performed audits for cryptocurrency hedge fund clients.

4. Custody and Security Policies

Fourth, the fund must have a policy in place to address custody and security, including cybersecurity. This differs from anything found in the current custody rule. However, having a custody and security policy in place would help identify failures and warn investors of risks. In the case of a malicious actor, it would provide the SEC and non-malicious fund managers a roadmap for understanding where the failure occurred and how it could be remedied. In addition, policies would provide additional materials for investors to do due diligence. Especially in the context of cybersecurity, investors would have the opportunity to read the policy and determine whether it provided enough assurances to make them comfortable enough to invest. This is perhaps an idealistic notion—had Madoff provided potential investors with an accurate custodial policy, it is unclear how many would have been deterred. The exercise of drafting a policy would have

181. See, e.g., Google Data APIs, GSUITE DEVELOPER, https://developers.google.com/sites/faq_gdata [https://perma.cc/6H7Q-S28Y].

benefits regardless. For example, a market for compliance consultants may evolve and create industry standards.

5. Disclosure of Risks

Fifth, the fund must provide investors with a special disclosure stating risks stemming from the custody arrangement and trading on exchanges. Hedge funds file disclosures on Form ADV and/or Form PF.183 In addition to traditional risks, fund managers who plan to have custody of their clients’ digital assets should make an additional, separate disclosure stating the risks involved in that arrangement. This would put potential investors on notice that the fund manager is relying on an SEC no-action letter and that, by investing into this arrangement, the investor is potentially subjecting their digital assets to complete loss.

6. Best Interest Determination

Sixth, the general partner of the fund or fund manager must determine that holding client funds or securities on an exchange is in the best interest of the limited partners (investors). In the September 12, 2016, no-action letter to the Delaware Depository discussed in Part IV.A supra, the SEC’s decision to allow the company to have custody of the fund’s gold or silver was contingent on a majority of the fund’s board members determining that “maintaining custody . . . with the Company is in the best interest of the Fund and its shareholders.”184 To make this determination, the SEC suggested the board consider whether (1) “the Gold and Silver will be subject to reasonable care,” and (2) custody will be “at least equal in nature and quality” to custody by “bank custodians in the same market(s) after consideration of all of the relevant factors.”185

In the context of cryptocurrency funds, this is an attractive provision for investors. It puts the onus on the fund manager to ensure that it is meeting standards of safety when handling clients’ digital assets. As time goes on and familiarity with this asset class increases, “reasonable care” may come to have a clearer definition. In the meantime, “reasonable care” provides needed flexibility to a field lacking technological standards.

7. Insurance

These requirements alone might still be insufficient. Do these rules provide a custodial framework that is “at least equal in nature and quality to the services
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that could be provided by bank custodians... after consideration of all of the relevant factors? 186 If the comparison is to current bank custodians without "established procedures to properly safeguard"187 digital assets, then the answer is presumably yes. If the comparison is to current custodians holding traditional asset classes, then the answer becomes less clear. There is little stopping a fund manager who has custody over the fund’s digital assets from taking off with those assets. He is no different from the individual storing cash under a mattress.

Even more importantly, holding cryptocurrency on an exchange could subject the funds to a total loss. Although there has never been a case of a cryptocurrency hedge fund absconding with assets, recent history is replete with large-scale theft of digital assets held on cryptocurrency exchanges.188 The set of guidelines proposed above would provide significant protections to avoid funds being “lost, misused, misappropriated or subject to the advisers’ financial reverses.”189 But they would not reduce the risk to the same level as traditional asset classes held with a qualified custodian.

Some of the risk inherent to keeping custody of cryptocurrencies can be mitigated through insurance. And insurance might make the SEC more willing to tolerate a set of rules that allows significantly more risk of misappropriation and loss from theft, depending on what type of assets a given hedge fund manager chooses to invest in. Although there is not yet a mature market for insuring cryptocurrency, it is foreseeable that one will evolve. For example, despite a lack of data and adverse results, Waymo’s autonomous ride sharing program was able to partner with an insurer.190 In 2015, Xapo engaged an insurance consultant to set up a captive insurance plan.191 In granting a no-action letter to the Delaware Depository, the SEC noted the company’s extensive insurance regime, including one billion dollars in coverage to cover losses by customers and funds while in custody and a two-million-dollar cybersecurity liability insurance policy.192 The ability of cryptocurrency hedge funds to point to a comprehensive insurance policy would alleviate some concerns over the potential for investor losses.

In addition, new technologies and innovations may dramatically reduce the risk of fund managers and exchanges maintaining custody of digital assets. The private company Chainalysis offers investigative tools that can track Bitcoin
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transactions to wallets. It is conceivable that a third-party administrator with sufficiently powerful investigative software could maintain an eye over digital assets such that custody becomes a minor concern. Furthermore, the recent failures of exchanges to prevent attacks may also be remedied by innovation. “Cross-chain atomic swaps” (a simultaneous transaction between cryptocurrencies) and “decentralized exchanges” (exchanges operating without ownership by a single company) are examples of potential security improvements currently being introduced to the market.

CONCLUSION

As hedge funds continue to invest in cryptocurrency, the market for custodial services will adapt to the changing landscape. In the meantime, the SEC will have to manage the challenge of applying the custody rule to a technologically complex asset class that was not contemplated during the rules’ inception. My proposed alterations of the custody rule will allow hedge funds to continue to invest in cryptocurrency while providing investors a higher degree of security. These requirements might still fall short of achieving protections that are “at least equal in nature and quality to the services that could be provided by bank custodians” holding traditional assets. Still, they are preferable to the two likely alternatives: hedge funds acting as their own bank by holding cryptocurrency themselves, or a rigid application of the rule that stifles the industry. The question will be whether the SEC can stomach the idea of allowing funds to hold assets in a way that is known to contain significant risk of loss.
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